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Product Numbers: RP, RP=, RP-64MB=, RP-64MB-U

This document contains instructions for replacing, upgrading, and configuring the route processor
(RP) in Cisco 7000 series routers. The procedures in this document include the following:

® Replacing the existing RP

® Upgrading dynamic random access memory (DRAM) from 16 megabytes (MB) to 64 MB
® Using the Flash memory card

® Using the software configuration register feature

® Configuring the Flash write-protect and hardware configuration register jumpers

The RP contains the central processing unit (CPU), the system software, and most of the memory
components that are used in Cisco 7000 series routers. The system software resides on eight
electronically erasable read-only memory (EPROM) components, which are alscygsiésd

ROMsor boot ROMsAlthough these ROMs are replaceable, most system software upgrades are
distributed on floppy disk. This enables you to download and boot from upgraded software images
remotely without haing to remee the RP and replace th®Rs. For upgrade instructions, refer to
Upgrading Softwag and Micocode in Cisc@000 Series Route(®ocument Number 78-1144-xx).

The RP is available with either 16 MB or 64 MB of dynamic random-access memory (DRAM).
DRAM, which resides on four single in-line memory modules (SIMMs), is the system operating
memory that stores routing tables, protocols, and network accounting applications. Support for
64 MB of DRAM (four 16-MB SIMMs) with was introduced with Software Release 9.17(8).

If your RP supports 16-MB SIMMs, you can upgrade the DRAM from 16 MB to 64 MB with

SIMMs that you obtain from an approved vendor. Otherwise, you must replace the entire RP to
increase the amount of DRAM. Most RPs that shipped from the factory with maintenance Release
9.17(7) or earlier in ROM dnot support 16 MB SIMMs. To determine whether or not your RP
supports 64 MB, see the section Compatibility Requirements on page 11.

Note For system softare upgrade procedures, including instructions femdoading new images
from floppy disk or replacing the software ROMs, refedfigrading Software and Microcode in
Cisco 7000 Series Routef@ocument Number 78-1144-xx).
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Product Description

The RP is the central system processor and a required system component in Cisco 7000 series
routers. The following sections provides an overview of the Cisco 7000 series models and the RP.
For complete physical and functional descriptions of these products, refeiGistber000

Hardware Installation and Maintenan@nd theCisco 7010 Hardware Installation and
Maintenancepublications.

Cisco 7000 Series Overview

The Cisco 7000 series comprises the seven-slot Cisco 7000 and the five-slot Cisco 7010. Both
models use the same route processor (RP), switch processor (SP) (or silicon switch processor [SSP]),
CxBus interface processors, and arbiter (MAS-7KARB). The Cisco 7000 provides five interface
slots and d&rs a second modularwer supply for redundant p@r. The Cisco7010 preides three

interface slots that supportder interfices, which dér the same performance as the Cig@00 at

a lower cost. Figures 1 and 2 show the interface processor end of each model.

Figure 1 shows the interface processor end of the Cisco 7000 model, which provides access to the
sewen processor slots and the resalole paver supplies. Wherating the intedce processor end of

the chassis, the RP and SP (or SSP) slot are on the far right. The five interface processor slots are
numbered O to 4 from left to right.

Figure 1 shows the interface processor end of the Cisco 7010 model, which provides access to the
five processor slots, the power receptacle, the power switch, and a power status indicator. When
facing the interface processor end of the chassis, the RP and SP (or SSP) slots are at the top. The
three interface processor slots are numbered from the bottom up beginning with slot O (the bottom
slot) through 2 (the center slot).

In both models, interface processor slots support any combination of network interface types:
Ethernet, Token Ring, Fiber Distributed Data Interface (FDDI), serial, and High-Speed Serial
Interface (HSSI). The RP, SP (or SSP), and interface processors are keyed with guides on the
backplane to prevent them from being fully inserted in the wrong slot.
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RP Description

The RPwhich is shavn in Figure3, is the main system processor in Cig600 series routers. The

RP contains the system CPU, the system swéiyand most of the system memory components, and

it maintains and executes the management functions that control the system. The RP contains the
following components:

® 25-megahertz (MHz) Motorola MC68040 CPU for processing key functions that are not
time-critical

® System hardware configuration register for setting default boot instructions
® Bank of hardware (Media Access Control [MAC]-layer) addresses for the interface ports

® Most of the memory components used by the system, including the eight EPROM components
that contain the default system software. (Although these components actually are EPROMSs,
they are commonly referred to as the software or boot ROMs.)

® |f the router is running Cisco Internetworking Operating System (Cisco 10S) Release 11.0(0),
the RP contains an 8 or 16-gabyte (MB), Intel Serie2+ Flash memory card in the slot on the
faceplate. (The card is optional for other systems.)

In addition to the system software, the RP contains and executes the following management
functions that control the system:

® Sending and receiving routing protocol updates
® Managing tables and caches
® Monitoring interface and environmental status

® Providing Simple Neterk Management Protocol (SNMP) management and the consloiet T
interface
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One RP must be installed in each Cisco 7000 series router, and it must reside in the far right

processor slot when you face the chassis as shown in Figure 1.

Cisco 7000, Interface Processor End

Figure 1
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In the Cisco7010 model, the RP slot is the top processor slot wherageuttie chassis as shoin
Figure 1.

Figure 2 Cisco 7010, Interface Processor End
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Memory Components
Figure 3 shows theavious types of memory on the Ridd Tablel lists the functions of each type.

Figure 3  Cisco 7000 Series Route Processor
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Tablel RP Memory Components

Quanti
Memory Type Size ty Description Location
EPROM 4MB 8 4-megabit (Mb) EPROMs ROM1-ROMS8
DRAM 16MB 4 4-MB SIMMs SIMM sockets U35, U36, U58, U59
or
64MB 4 16-MB SIMMs
NVRAM? 128KB 1 128 kilobyte (KB) U120
EEPROM - 1 Board-specific U108
information, address
allocator
Onboard 4 MB 16 256-KB U14-U17, U27-U30, U45-U48,
Flash memory Flash components U60-63
Flash memory cafd 8or 1 PCMCIA Flash memory Flash memory card slot on faceplate
16 MB card

1. The size (capacity) of the software ROMs changes as needed to accommodate the size of the system software image. Maintenance
Releases 9.17(6) and earlier reside on 2 megabit (Mb) ROMs, Maintenance Release 9.17(7) and later resides on 4 Mb ROMs, and
the size of future releases is likely to increase.

2. NVRAM = nonvolatile read-only memory.

3. EEPROM = electrically erasable programmable read-only memory.

4. Required for systems running Cisco 10S Release 11.0(1). Optional for other systems.

System Software or Boot ROMs

Cisco 7000series routers supportwnloadable system sofawe and microcode for most upgrades,
which enables you to remotely download, store, and boot from a new image. ROM replacement is
seldom necessary. The publicatldpgrading Software and Microcode in Cisco 7000 Series
Routers(Document Number 78-1144-xx), which accompanies all upgrade kits, provides
instructions for upgrading from either replacement ROMs or floppy disks.

Eight EPROMSs contain the default and bootstrap system software. ROMs for Maintenance
Release 9.17(7) and later also contain the latest microcode version, in compressed form, for each
interface processor. At system startup, an internal system utility scans for compatibility problems
between the installed interface processor types and the bundled microcode images, then
decompresses the images into running memory (RAM). The bundled microcode images then
function the same as images loaded from the microcode ROMs.

DRAM

DRAM stores routing tables, protocols, and network accounting applications. The standard RP
configuration is 16 MB of DRAM, and an RP with 64 MB is available as an option or an upgrade.

Effective with Maintenance Release 9.17(8) and Maintenance Release 9.21(3), the following
memory options are available:

® The RP in ne& systems is\ailable with 16MB of DRAM, which is the dedult, or with 64MB
of DRAM (RP-64MB-OPT).

® RP spares are available with the default 16 MB (RP=) or with 64 MB (RP-64MB=) of DRAM.

® An upgrade (RP-64MB-U) puides an RP-64MB= as a replacement for earlier &Bions that
do not support 16-MB SIMMs. The upgrade requires that you return your existing RP to the
factory and offers a significant cost savings over the RP-64MB= spare.
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If your RP supports 16-MB SIMMs, you can upgrade the DRAM from 16 MB to 64 MB with
SIMMs that you obtain from an approved vendor. (Because 8 MB x 9 SIMMs are not available,
32 MB is not an option.) Otherwise, you must replace the entire RP to increase the amount of
DRAM. To determine whether or not your RP supports 16-MB SIMMs, see “Compatibility
Requirements.”

When upgrading DRAM, you must use SIMMs from an appdovendor. @ ensure that you obtain
the most currentendor information, obtain the list from Customer Information Online (CIO) or the
Technical Assistance Center (TAC). (See “Compatibility Requirements.”)

NVRAM

The system configuration, software configuration register settings, and environmental monitoring
logs, are backed up with built-in lithium batteries that retain the contents for a minimum of five
years. When replacing an RP, be sure to back up your configuration to a remote server so that you
can retrieve it later. (See the Timesaver note that follows.)

Protocol (TFTP) file server so you can retrieve it later. If the configuration is not saved, the entire
configuration will be lost—inside the NVRAM on the removed RP—and you will have to reenter
the entire configuration manuallgefer to Seing and Retriging the Configuration File, page 15 for
instructions on how to save the configuration file. This procedure is not necessary if you are
temporarily remeing an RP you will reinstall; lithium batteries retain the configuration in memory
until you replace the RP in the system.

% Timesaver Before you replace an RiPack up the running configuration to @&l File Transfer

Flash Memory

The RP contains onboard Flash memory and may also contain a Flash memory card. The Flash
memory card is required for downloading software images larger than 4MB (compressed). The
Enterprise and the Enterprise and APPN images of Cisco IOS Release 11.0 and later will require a
Flash memory card.

Flash memory allows you to remotely load and store multiple system software and microcode
images. You can download a new image over the network or from a local server and then add the
new image to Flash or replace the existing files. You can then boot routers either manually or
automatically from ayof the stored images. Flash memory also functions as a TFTe? seallav

other sergrs to remotely boot from stored images or toydbpm into their wn Flash memoryFor

security, jumper J2, which is adjacent to the embedded Flash components (see Figure 3), provides
Flash write protection. (See the following section, “Jumpers.”)

The Flash memory card installs in the card slot on theaBépfate. This card is an 8 or 16-MB, Intel
Series 2+ Flash memory card, which conforms with the Personal Computer Memory Card
International Association (PCMCIA) formatoFmore information, see the section, “Using a Flash
Memory Card.”

EEPROM

An EEPFOM on the RP (and on the SP [or SSP] and eachaatgdrocessor) stores board-specific
information such as the board serial number, part number, controller type, hardware revision, and
other details that are unique to each processor. In addition to this standard information, the RP
EEPROM also contains an address allocator, which is a bank of 40 hardware or MAC-level
addresses, one for each possible port in the system. For an explanation of the hardware addressing
function refer to MAC Address Allocator, page 10.
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Jumpers

The hardware configuration register is a 50-pin jumper block located near the left front of the
processor. (See Figure 3.)

Note If you are running Internetworking Operating System (10S) Release 10.0 oafatgqu
hawe 10S Release 10.0 (or later) bo@MRs installed on the Rihe hardwre configuration ggster
is ignored by the system. The software configuration register is recognized instead.

By installing jumpers on specific pins you can define system boot instructions, set broadcast
addresses and console baud rates, instruct the router to perform factory diagnostics at startup, and
recover from a lost password.

Jumper J2, which is located near the configuration register, provides write protection for onboard
Flash memory. (See Figure 3.) The jumper is installed on J2 by default, which allows you to write
to Flash memorywWhen the jumper is remed, Flash is read-only; you cannot write to Flash or erase
the contents until you replace the jumper.

For detailed descriptions of the configuration register, the Flash protection jumper, and all system
jumpers and their settings refer to Hardware Configuration Register, page 48.

Jumpers J3 and J4 are set according to the size of the eight systeamesBERBROMS. You need to

reset these jumpealy if you replace the system software EPROMs with EPROMSs of a different
size (capacity). Do not reset these jumpers when you download new software into Flash memory,
regardless of the size of the new image. For specific jumper settings and component replacement
instructions, refer to th€isco 7000 Hardware Installation and MaintenararetheCisco 7010
Hardware Installation and Maintenangaublications, or t&Jpgrading System Software and
Microcode in Cisco 7000 Series Rout@@cument Number 78-1144-xx).

LEDs

The three LEDs on the RP indicate the system and RP status. The normal LED is on when the system
is operational. During normal operation, the CPU halt and boot error LEDs on the RP shofild be of
When the system is turned on or restarted, the boot error LED goes on for onesectwds, then

goes of The CPU halt LED, which goes on only if the system detects a processoatafdilure,

should neer be on. The Ciscd000 model prades a redundant normal LED on tlaeéplate. The

RP controls both LEDs and turns both on in parallel to indicate that the system is operational.

Serial Ports

Two asynchronous serial ports on the RP, the console and auxiliary ports, allow you to connect
external devices to monitor and manage the system. The console port is an Electronics Industries
Association/Telecommunications Industry Association (EIA/TIA)-232 receptacle that provides a
data circuit-terminating equipment (DCE) intaré for connecting a console terminal. (Prior to the
acceptance of the EIA/TIA standard by the ANSI committee, it was referred to as a recommended
standard called RS-232.) The auxiliary port is an EIA/TIA-232 plug that provides a data terminal
equipment (DTE) interface; the auxiliary port supports flow control and is often used to connect a
modem, a channel service unit (CSU), or other optional equipment for Telnet management.
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MAC Address Allocator

All local-area network (LAN) connections (ports) require a unigéeC-layer addresswhich is

also known as physicalor hardwareaddress. Typically, the MAaddress of an intexte is stored

on a component that resides directly on the interface circuitry, as it does on earlier Cisco router
platforms (for @ample, on indiidual appliques). Eary interfice on the earlier platforms contains a
programmable read-only memory (PROM) component with that interface’s uniqgue MAC address.
The router system code reads thé®Rfor each inteidce in the system, learns the MAddresses,

and can then initialize appropriate hardware and data structures.

The Cisco7000series, havever requires a dierent method of handling the MAaddresses because
of the online insertion and rewal (OIR) feature. OIR alles you to remee an interice processor
and replace it with another identically-configured one. If the new interfaces match the current
configuration (that of the interfaces you removed), the system immediately brings them on line.

In order to allv OIR, an address allocator with 40 unique ®MAddresses is stored in an EERR

on the RP. (Because the RP supports both the seven-slot and five-slot platforms, the address bank
must contain addresses for the maximum possible configuration: 40 possibéeas¢sfinterface
processor slots x8orts] in the seen-slot model. The farslot model uses only the first @ddresses

[3 interface processor slots x 8 ports] in the MAC allocator.) Each address is assigned to a specific
slot/port in the router regardless of whether or not an interface resides in that port. The MAC
addresses are assigned to the ports in sequence; the first address is assigned to port 0/0, the 20th to
port 2/4, and the last (40th) to port 4/8. This address scheme allows you to remove interface
processors and insert them into other chassis without causing the MAC addresses to move around
the network or be assigned to multiple devices.

Note that if the MAC addresses were stored on each interface processor, OIR would not function
because you could never replace one interface with an identically configured one; the MAC
addresses would adys be diferent. Also, each time an intade vas replaced, other dees on the

network would have to update their data structures with the new address and, if they did not do so
quickly enough, could cause the same MAC address to appear in more than one device at the same
time. Storing the MAC addresses on the RP avoids these problems. When an interface is replaced
with another intedice with the same configuration, there is no need for otliEeden the netark

to update their data structures and routing tables.

Storing the MAC addresses forery port in one central location on the RP also means that ti& MA
addresses stay with the RP on whiclytaee stored. If you replace the,Rfre addresses of all ports
will change to those specified in the address allocator on the new RP. Because the system
configuration is also stored on the RP (in NVRAM) and also stays with the RP when yeoe iEmo
you will need to reenter the configuration if you replace the RP. (See Saving and Retrieving the
Configuration File, page 15.)

Prerequisites

Before beginning any of these procedures, review the following sections to ensure that your
equipment configuration meets the minimum requirements for the upgrade or replacement you will
perform, and that you have all the parts and tools you will need. Also, review safety and
ESD-prevention guidelines to help you to avoid injury or damage to the equipment.

If you are replacing thexesting RR upload your current configuration file to a remote esebefore

you remove the RP so you can avoid having to reenter all your current configuration information
manually. D upload the file, you need access to a remotes&efer to Seing and Retrieing the
Configuration File, page 15 for instructions for uploading the file andvietié after the new RP

is installed.
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Compatibility Requirements

There are no restrictions on installing an RP in a Ci€&® or a Cisc@010; you can install grRP
version in any Cisco 7000 series router provided that you install the RP in the RP slot. (See
Cisco 7000 Series Overview, page 3.)

However, before replacing SIMMs to increase the amount of DRAM available in your system,
ensure that your RP supports 16-MB SIMMs and that you obtain the replacement SIMMs from an
approved vendor.

Only RPs that meet the following prerequisites support the larger (16-MB) SIMMs:

® |f your system contains Software Release 9.17 boot ROMs, the minimum requirements are as
follows:

— Maintenance Release 9.17(8) (or a later 9.17 image) in ROM
— System Bootstrap Version 4.6(7.3) (or a later 4.6 bootstrap version)
— RP board revision BO or later

® |f your system contains Software Release 9.21 boot ROMs, the minimum requirements are as
follows:

— Maintenance Release 9.21(3) (or a later 9.21 image) in ROM
— System Bootstrap Version 4.7(2.1) (or a later 4.7 bootstrap version)
— RP board revision BO or later

® |f your system contains Software Release 10.0 boot ROMs, the minimum requirements are as
follows:

— 10S Release 10.0(1) (or a later IOS 10.0 image) in ROM
— System Bootstrap Version 5.0(1) (or a later 5.0 bootstrap version)
— RP board revision BO or later

® |f your system contains Software Release 11.0 boot ROMs, the minimum requirements are as
follows:

— 10S Release 11.0(1) (or a later IOS 11.0 image) in ROM
— System Bootstrap Version 11.0(1) (or a later 11.0 bootstrap version)
— RP board revision BO or later

System Bootstraparsion 4.6 is usedelusively with Software Release 9.17, and System Bootstrap
Version 4.7 is usedkelusively with Software Release 9.21. Thesigion numbers (indicated within
parentheses) for each version are revised independently of other bootstrap versions. Therefore,
4.6(7) can be a later version than 4.7(2).

Maintenance Release 9.17(8), RP board revision B0, and System Bootstrap Version 4.6(7.3) began
shipping as the default for Cisco 7000 series systems in March 1994. Maintenance Release 9.21(3)
and System Bootstrap Version 4.7(2.1) were released in May 1994.
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RPs that shipped from the factory with Maintenance Release 9.17(7) or earlier in R@W do
support 16-MB SIMMs. To verify that your RP supports the larger SIMMs, issue the following
commands:

® Use theshow versioncommand to display the system bootstrap version.

7000# show version

GS Software (GS7), Version 9.17(8.1)
Copyright (c) 1986-1994 by cisco Systems, Inc.
Compiled Fri 04-Feb-94

System Bootstrap, Version 4.6(7.3)

If the display indicates that the system bootstexgien is an earlierersion of 4.6 than 4.6(7.3),
or an earlier version of 4.7 than 4.7(2.1), your RP will not support 16-MB SIMMs. Contact a
service representative for information about the RP upgrade.

® Use theshow diagslotcommand to display current hardware and diagnostic information about
the processor installed in the slot you specify. Because the RP always resides in the same (RP)
slot, specify slot 6 for a Cisco 7000 chassis or slot 4 for a Cisco 7010 chassis. The third line of
the display shows the current hardware (HW) and board revisions. (Do not confuse the HW
revision with the board revision; you need only verify thattbard revision is BO or later.)
7000# show diag 6
Slot 6:

EEPROM format version 1

Route Processor, HW rev 1.1, board revision BO
Serial number: 00809933 Part number: 73-0877-04

If the display indicates that the RP board revision is earlier than BO, your RP will not support
16-MB SIMMs. Contact a service representative for information about the RP upgrade.

® You must obtain the replacement SIMMs from an aypgutaendor To ensure that you obtain the
latest aailable product andendor information, obtain the list from one of the faliog sources:

— Customer Information Online (CIO). If you have a CIO account, you can access the list
remotely. (See “Cisco Information Online” at the end of this document.)

— Technical Assistance Center at 800 553-2447, 408 526-7209, or send an e-mail message to
tac@cisco.com

— European Technical Assistance Center at e-mail addressdtec@cisco.com

— Customer Response Center at 800 553-6387, 408 526-7208, or send an e-mail message to
cs-rep@cisco.com

¢ Although the SIMM specifications are defined in the manufacturers’ part numbers, which are
included in the list of approved vendors, the SIMMs must meet the following requirements:

— SIMMs must be obtained from an approved vendor
— SIMMs must be the nine-module type, 16 MB x 9
— Minimum speed is 70 nanosecond (ns)

— Maximum height of one inch

All four SIMM sockets must be filled, and all must contain SIMMs of the same capacity and
speed. The RP supports onliydB x 9 SIMMs (for a total of 18/B) or 16 MB x 9 SIMMs (for

a total of 64VIB). The RP does not support 32-MB of DRAM because 83MBSIMMs are not
available.
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Note To use the software configuration register feature that is available with IOS Release 10.0 or
later), youmusthave boot ROMs that contain IOS Release 10.0 (or later) installed on your RP. If
you are running I0S Release 10.0 (or later) from Flash memory and you do not have 10S
Releasel 0.0 boot ®Ms installed on the REhen the softare configuration gaster feature will not

be available and the hardware configuration register located on the RP card (see Figure 3) will be
used (recognized by the system) by default.

List of Parts and Tools

You need some or all of the following tools and parts to remove and replace an RP. If you need
additional equipment, contact a service representative for ordering information.

Safety

Number 2 Phillips or one-quarter-inch flat-blade screwdriver for the captive installation screws
that secure the RP in its slot. (The carriens nge slotted screws instead of the Phillips screws
that were used when the Cisco 7000 was introduced, so your chassis could have both types.)

ESD-prevention equipment or the disposable wrist strap included with all spares and upgrade

kits.

® Antistatic mat, foam pad, or bag for the ramd RP (place the remed RP into an antistatic bag
if you plan to return it to the factory or onto an antistatic mat or foam if you are replacing
components and will reinstall the RP)

If you are replacing SIMMs you will need the following additional equipment:
® Four 16 MB x 9, 70-ns SIMMs from an approved vendor

¢ SIMM extraction tool manufactured by AMP, Inc. (AMP Part Number 382264-1). For calling
within the U.S., the toll-free phone number for AMP product information is 800 526-5142. Call
this number for information on port orders outside of the U.S as well.

Follow these basic guidelines when working with any electrical equipment:

® Before beginning any procedures requiring access to the chassis interior, locate the emergency

power-off switch for the room in which you are working.
® Disconnect all power and external cables before moving a chassis.
® Do not work alone when potentially hazardous conditions exist.
® Never assume that power has been disconnected from a circuit; always check.
® Do not perform any action that creates a potential hazard or makes the equipment unsafe.

® Carefully examine your ark area for possible hazards such as moist floors, ungrounded po
extension cables, and missing safety grounds.

In addition, use the following guidelines when working with any equipment that is connected to
telephone wiring or other network cabling:

® Never install telephone wiring during a lightning storm.

® Never install telephone jacks in wet locations unless the jack is specifically designed for wet
locations.

Route Processor (RP) Installation and Configuration
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® Never touch uninsulated telephone wires or terminals unless the telephone line has been
disconnected at the network interface.

® Use caution when installing or modifying telephone lines.

Preventing Electrostatic Discharge Damage

Electrostatic discharge (ESD) damage, which occurs when electronic cards or components are
improperly handled, can result in complete or intermitteitifes. Each processor module consists

of a printed circuit board that is fixed in a metal carrier. Electromagnetic interference (EMI)
shielding, connectors, and a handle aregirslecomponents of the carrid&though the metal carrier

helps to protect the board from ESD, use a preventive antistatic strap whenever you handle the RP,
SP (or SSP), or interface processors. Handle the carriers by the handles and the carrier edges only;
newer touch the boards or connector pins. Figushavs proper handling of an intexde processor

during installation in a Cisco 7010 chassis. When installing interface processors in a Cisco 7000
chassis, handle the interface processor in the same manner but rotated 90 degrees clockwise.

Caution Always tighten the captive installation screws on RP. These screws provide proper
grounding and help to ensure that the bus connectors are properly seated in the backplane.

Figure 4  Handling an RP During Installation
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Following are guidelines for preventing ESD damage:
® Always use an antistatic wrist or ankle strap and ensure that it makes good skin contact.

® When working at the interface processor end of the chassis, connect the equipment end of the
strap to a capte installation scme on an installed inteace processpor to one of the follving
grounding points:

— On a Cisco 7000 chassis, connect the strap to the captive installation screw at the top of an
installed power supply. (See Figure 1.)

— On a Ciscr010 chassis, connect the strap to the chassis groumdtbatds located to the
left of the power receptacle. (See Figure 1.)

® When installing an RRise the ejectorvers to properly seat thes®connectors in the backplane,
then tighten both captive installation screws. The screws prevent accidental removal, provide
proper grounding, and help to ensure that the bus connectors are seated in the backplane.

® Handle processor modules by the handles and carrier edgesvwoidytoaiching the board or gn
connector pins.

® Place aremad RP board side up on an antistaticaefor in a static shielding bag. If you are
returning the RP to the factory, immediately place it in a static shielding bag.

® Handle SIMMs by the edges onKAwvoid touching the metal contacts along the edge of the board.

® Avoid contact between the RP and clothing. Antistatic straps only protect the card from ESD
voltages on the body; ESD voltages on clothing can still cause damage.

® Place any remad Flash memory card on an antistaticatefor in a static shielding bag. If the
card must be returned to the factory, immediately place it in a static shielding bag.

Caution For safetyperiodically check the resistancdwe of the antistatic strap. The measurement
A should be between 1 and 10 mega ohms (Mohms).

Installing and Replacing the RP

The following sections describe the procedures for removing and installing the RP in your chassis.
If you are replacing the RP in your system, back up the current configuration to a TFTP file server
before you remove the existing RP so that you can retrieve the configuration later. If you are only
remaving the RP temporarily (foxample, to replace the DRAM SIMMS), skip thexhgection and
proceed to Removing the RP, page 20.

Saving and Retrieving the Configuration File

This section describes the procedures for saving and retrieving the system configuration.
Configuration information resides in two places when the router is operating: the default
(permanent) configuration in NVRAM, and the running (temporary) memory in RAM. Thaltef
configuration always remains available; NVRAM retains the information even when the power is
shut down. The current information is lost when if the system power is shut down. The current
configuration contains all nondefault configuration information that you added witbrifigure
command, theetup command facility, or by editing the configuration file. Tréte memory
command adds the current configuration to thawe€onfiguration in NVRAM, so that it will also

be saved when per is shut dan. Whenever you makchanges to the system configuration, issue
thewrite memory command to ensure that the new configuration is saved.
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If you replace the RRou will also replace the entire configuration (NVRAM resides inestddik 20

on the RP). If you upload (copy) the configuration file to a remote server before removing the RP,
you can retrieve it later and write it into NVRAM on the new RP. If you do not upload the
configuration file, you will have to use thenfigure command or theetup command facility to
reenter the configuration information after you install thve R For complete descriptions of these
commands and instructions for using them, refer to the appropriate software documentation.

Note This procedure is not necessary if you are temporarilyvamgan RP that you will reinstall;
the lithium batteries will retain the configuration in memory until you replace the RP in the system.

This procedure requires privileged-level access to the EXEC command interpreter, which usually
requires a password. Refer to the description that follows and contact your system administrator if
necessary, to obtain access.

Using the EXEC Command Interpreter
Before you use theonfigure command, you must enter theyildged lewel of the EXEC command
interpreter with thenablecommand. The system will prompt you for a password if one has been
set.

The system prompt for the privileged level ends with a pound sign (#) instead of an angle bracket
(>). At the console terminal, enter the privileged level as follows:

Step 1 At the user-level EXEC prompt (>), enter #gablecommand. The EXEC command
interpreter prompts you for a privileged-level password, as follows:

Router> enable

Password:

Step 2 Enter the passwrd (the passard is case sensig). For security purposes, the passdis
not displayed.

Step 3 When you enter the correct password, the system displays the privileged-level system
prompt (#) as follows:

Router#

The pound sign (#) at the system prompt indicates that you are at the privileged level of the EXEC
command interpreter; you can now execute the EXEC-level commands that are described in the
following sections.

Using the Ping Command
Before you attempt to upload or retréea file from a remote host, ensure that the connection is good
between the router and the remote server.pHoket internet gropefping) program sends a series
of echo request packets to the remote device and waits for a reply. If the connection is good, the
remote device echoes them back to the local device.

The console terminal displays the results of each message sent: an exclamation point (!) indicates
that the local device receid an echo, and a period (.) indicates that it did not, that ther siened

out while awaiting the reply. If the connection between the two devices is good, the system will
display a series of exclamation points (! !'!) or [0k]. If the connection fails, the system will display

a series of periods (. . .) or [timed out] or [failed].
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To \erify the connection between the router and a remote host, isqirdgledmmand follaved by

the name or Internet Protocol (IP) address of the remote server, theR@nass Although the

ping command supports configurable options, the defaults, including interface processor as the
protocol, are enabled when you enter a host name or address on the same |piegsdnemand.

For a description of the configurable options, refer to the appropriate software documentation.

The following example shows a successful ping:

Router# ping 131.103.11.113
Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 131.108.11.113, timeout is 2 seconds:

Success rate is 100 percent (5/5), round-trip min/avg/max = 12/12/12 ms
Router#

The following example shows the results of a failed ping:

Sending 5, 100-byte ICMP Echos to 131.108.11.113, timeout is 2 seconds:

Success rate is 0 percent (0/5)
Router#

If the connectiondils, check the pfsical connection to the remote file sarand erify that you are

using the correct address or name, then ping the server again. If you are unable to establish a good
connection, contact your netwk administrator or refer to the end of this document for instructions

on contacting technical assistance.

Uploading (Copying) the Configuration File
Before you upload (save) the running configuration to the TFTP file server, ensure the following:

® You have a connection to the router either with a console terminal connected to the RP console
port, or remotely through a Telnet session.

® The router is connected to a network supporting a file server (remote host).
® The remote host supports the TFTP application.
® You have the interface processor address or name of the remote host available.

To store information on a remote host, enter the privileged EXEC comméachetwork . The
command will prompt you for the destination host's address and a file name, then display the
instructions for confirmation. When you confirm the instructions, the router sends a copy of the
currently running configuration to the remote host. The system default is to store the configuration
in a file called by the name of the router acahfgappended. You can either accept the default
filename by pressing Return at the prompt, or enter a different name before fRetaing

Follow these steps to upload (copy) the currently running configuration to a remote host:

Step1 The system prompt should display a pound sign (#) to indicate the privileged level of the
EXEC command interpretdf it does not, follev the steps in Using the EXEC Command
Interpreter, page 16 to enable the privileged level.

Step 2 Use theping command to check the connection between the router and the remote host.
(See the previous procedure, “Using the Ping Command.”)

Step 3 Issue thewrite term command to display the currently running configuration on the
terminal, and ensure that the configuration information is complete and correct. If it is not,
use theconfigure command to add or modify the existing configuration. (Refer to the
appropriate softare documentation for descriptions of the configuration opticaitaale
for the system and individual interfaces, and for specific configuration instructions.)
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Step 4 Issue thewrite net command. The EXEC command interpreter will prompt you for the
name or interface processor address of the remote host that is to receive the configuration
file. (The prompt might include the name or address of a default file server.)

Router# write net
Remote host []?

Step 5 Enter the name or intexe processor address of the remote host. In thevfoiexample,
the name of the remote serves&vername

Router# write net
Remote host []? servername
Translating "servername"...domain server (131.108.11.113) [OK]

Step 6 The EXEC command interpreter will prompt you for the name of the file that will contain
the configuration. By default, the system appendsfgto the routes name to create the
new file name. Pre$®eturn to accept the default filename, or enter a different name for
the file before pressingeturn. In the following example, the default is accepted:

Name of configuration file to write [Router-confg]?
Write file Router-confg on host 131.108.11.113? [confirm]
Writing Router-confg .....

Step 7 Before the router executes the copy process, it displays the instructions you entered for
confirmation. If the instructions are not correct, entémo) thenReturn to abort the
process. To accept the instructions, pRRstirn ory thenReturn, and the system will
begin the copy process. In the following example, the default is accepted:

Write file Router-confg on host 131.108.11.113? [confirm]
Writing Router-confg: !!!! [ok]

While the router copies the configuration to the remote host, it displays a series of
exclamation points (! !'!) or periods (. . .). The Il and [0k] indicate that the operation is
successful. A display of . . . [timed out][éailed] indicates adilure, which vould probably

be due to a network fault or the lack of a writable, readable file on the remote file server.

Step 8 If the display indicates that the processsvguccessful (with the series of ! I ' and [0K]), the
upload process is complete. The configuration is safely stored in the temporary file on the
remote file server.

If the display indicates that the process failed (with the series of . . . as shown in the
following example):

Writing Router-confg .....

your configuration was not saved. Repeat the preceding steps, or select a different remote
file server and repeat the preceding steps.

After you upload the configuration file, proceed to Removing the RP, page 20. If you are unable to
copy the configuration to a remote host successfatiptact your netark administrator or refer to
the end of this document for instructions on contacting technical assistance.

Downloading (Retrieving) the Configuration File
After you install the new RP, you can retrieve the saved configuration and copy it to NVRAM. To
retrieve the configuration, enter configuration mode and specify that you will configure the router
from the network. The system will prompt you for a host name and address, the name of the
configuration file stored on the host, and confirmation to reboot using the remote file.

You can access the router through a console terminal attached directly to the RP console port, or you
can configure an interface port before proceeding and Telnet to the router from a remote terminal.
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Follow these steps to download (retrieve) the currently running configuration from a remote host:

Step 1

On the console terminal, the system prompt should display a pound sign (#) to indicate the
privileged leel of the EXEC command interpretérit does not, follav the steps in Using
the EXEC Command Interpreter, page 16 to enable the privileged level.

Note Until you retrieve the previous configuration, the router will be running from the default
configuration in NVRAM. Therefore, any passwords that were configured on the previous system
will not be valid until you retrieve the configuration.

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Use theping command to verify the connection between the router and the remote host.
(See Using the Ping Command, page 16.)

At the system prompt, issue tbenfigure network command and preg&eturn to enter
the configuration mode and specify that you will configure the system from a network
device (instead of from the console terminal, which is the default).

Router# configure network

The system will ask you to select a host or network configuration file. The default is host;
pressReturn to accept the default.

Host or network configuration file [host]?

The system will prompt you for the interface processor address of the host. Enter the
interface processor address or name of the remote host (the remotediteceivich you
uploaded the configuration file.

IP address of remote host [255.255.255.255]? 131.108.11.113

The system will prompt you for the name of the configuration file. When uploading the file,
the default is to use the name of the router with the swffirtfg (router-confgin the

following example). If you specified a different filename when you uploaded the
configuration, enter the filename; otherwise, presarn to accept the default.

Name of configuration file [router-confg]?

Before the system reboots with the new configuration, it displays the instructions you
entered for confirmation. If the instructions are not correct, enteo) then presReturn
to cancel the process. To accept the instructions, Retssn, ory thenReturn.

Configure using router-confg from 131.108.11.113? [confirm]
Booting router-confg from 131.108.11.113: ! ! [OK - 874/16000 bytes]

While the router retriees and boots from the configuration on the remote host, the console
display indicates whether or not the operati@ssuccessful. A series of !dhd [OK] (as

shavn in the preceding@mple) indicates that the operatioasssuccessful. A series .of.

and [timed out] or [failed] indicate a failure (which would probably be due to a network
fault or an incorrect server name, address, or filename). The following is an example of a
failed attempt to boot from a remote server:

Booting Router-confg ..... [timed out]
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Step 8 If the display indicates that the process was successful, proceed to the next step.

If the display indicates that the process failed, verify the name or address of the remote
server and the filename, and repeat the preceding steps. If you are unable to retrieve the
configuration, contact your network administrator or refer to the end of this document for
instructions on contacting technical assistance.

Step 9 Issue thewrite term command to display the currently running configuration on the
terminal. Revies the display and ensure that the configuration information is complete and
correct. Ifitis not, erify the filename and repeat the preceding steps toueethie correct
file, or use theonfigure command to add or modify the existing configuration. (Refer to
the appropriate software documentation for descriptions of the configuration options
available for the system and individual interfaces and specific configuration instructions.).

Step 10 When you haveerified that the currently running configuration is correct, issue/tite
memory command to save the retrieved configuration in NVRAM. Otherwise, the new
configuration will be lost if you restart the system.

This completes the downloading (retrieving) the configuration file.

Removing the RP

When you remee or install the Rfbe sure to use the ejectordes. These leers help to ensure that

the RP is either fully inserted in the backplane or fully dislodged from it. Any RP, SP (or SSP), or
interface processor that is only partially connected to the backplane can halt the system. Figure 5
shows a detail of the ejector lever mechanism in a horizontal position that is appropriate for the
Cisco 7010. For theertical slots in the Cisc#000, the function is the sametliotated 90 degrees
clockwise. When you simultaneously push the ejector lever inward (toward the carrier handle), the
levers push the RP into the slot and ensure that the board connectors are fully seated in the
backplane.

Caution You must shut den the system before rewiag or installing the RP or SP (or SSP), both
of which are required system components. Removing an RP or SP (or SSP) while the system is
operating will cause the system to shut down or crash and might damage or destroy memory files.

Figure 4 (see page 14) shows proper handling of an interface processor during installation. When
installing interface processors in a Cisco 7000 chassis, handle the interface processor in the same
manner but rotated 90 degrees clockwise.

Follow these steps to remove the RP:

Step1 Optional step: If you are replacing the RP, copy (upload) the currently running
configuration file to a TFTP server so you can retrieve it later. (See Saving and Retrieving
the Configuration File, page 15.)

Step 2 Slip on an antistatic strap and connect the equipment end of the strap to a captive
installation scr& on an installed inteate processpor to one of the follwing grounding
points:

® On a Ciscdr000 chassis, connect the strap to the eajistallation scre at the top of
an installed power supply. (See Figure 1.)

® OnaCiscdr010 chassis, connect the strap to the chassis groumdthates located to
the left of the power receptacle. (See Figure 1.)
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Step 3 If you are replacing the RP, disconnect any devices that are attached to the console or
auxiliary ports. If you are remving the RP for maintenance and will reinstall the same one,
you can leave the devices attached provided that doing so will not strain the cables.

Step 4 Use a screwdriver (Number 2 Phillips or one-quarter-inch flat-blade) to loosen the two
captive installation screws. (See Figure 5.)

Step 5 Place your thumbs on the ends of each of the ejectors and simultaneously pull them both
outward, away from the carrier handle (in the opposite direction from that shown in
Figure 5c) to release the carrier from the slot and to dislodge the RP from the backplane.

Step 6 Grasp the handle with one hand and pull the RP straight out of theeglping your other
hand under the carrier to guide it. (See Figu)y&eep the carrier at a 90-@giee orientation
to the backplane. Avoid touching the board or any connector pins.

Step 7 Place the removed RP on an antistatic mat or foam. If you plan to return the RP to the
factory, immediately place it in an antistatic bag to prevent damage from ESD.

This completes the renaal procedure. If you renved the RP to change jumpers or replace SIMMs,
proceed to the appropriate section. Otherwise, if you are replacing,theBéed to the mésection

to install the new RP. If you removed an RP that you will return to the factory, refer to Returning
Parts to the Factory, page 55 for return guidelines.

Replacing the RP

Ensure that all system power is turned off before installing the RP in the chassis. The RP is keyed
for installation only in the RP slot. (See Figures 1 and 2.)

Follow these steps to install an RP:
Step1 Ensure that all power supplies are turned OFF.

Step 2 Grasp the RP handle with one hand and place your other hand under the carrier to support
and guide it into the slot. (See Figure 4.) Avoid touching the board or any connectors.

Step 3 Place the back of the RP in tla& fight (7000) or top (7010) slot and align the notches along
the edge of the carrier with the grooves in the slot. (See Figure 5.)
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Figure 5  Ejector Levers and Captive Installation Screw
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Caution You must install the RP in the far right (7000) or top (7010) slot. The slots are keyed for
A correct installation. Forcing the RP into a different slot can damage the backplane and the RP.

Step 4 While keeping the RP at a 90gtee orientation to the backplane, carefully slide the carrier
into the slot until the RP faceplate makes contact with the ejector leversidpefsee
Figure 5.)

Step 5 Using the thumb and forefinger of each hand to pinch each ejector, simultaneously push
both ejectors inard (toward the handle) until tlyeare at a full 90-dgree orientation to the
faceplate. (See Figure 5.)

Step 6 Use a screwdrer (Number 2 Phillips or one-quariech flat-blade) to tighten the capi
installation screws on the top and bottom of the RP. (See Figure 5.)

Step 7 Use a screwdriver to tighten the two captive screws on the RP faceplate to prevent the RP
from becoming partially dislodged from the backplane and to ensure proper EMI shielding.
(These screws must be tightened to meet EMI specifications.)

Step 8 If you disconnected the console terminal to remove the RP, or if you are installing a new
RP, connect the console terminal to the console port.

Step 9 Ensure that the console terminal is turned on.

Step 10 Turn the system power back ON, and proceed to the next section to check the installation.

Restarting the System

When you turn the system power back on, verify that the system boots and resumes normal
operation. If you are restarting the system after upgrading the DRAM fraim @6MB, expect that

it will take the system about four times longer to complete the memory initialization portion of the
boot sequence with the larger SIMMs. (See System Startup Sequence, page 26.)

Follow these steps to verify that the RP is installed and functioning properly:
Step1 Check the RP connections to make sure they are secure:

® The RP is inserted all the way into its slot, and both of the captive installation screws
are tightened.

® The console terminal is turned on and is connected to the console port.

Step 2 Observe the RP LEDs. While the system initializes, the yellow boot error LED on the RP
stays on, then goes off when the boot is complete. As the RP initializes each interface
processaqrthe status LEDs on each inga€ processor go on and of irregular sequence.

Step 3 Verify that the console terminal displays the system banner and startup screen as the system
restarts. The display should look similar to the following:

GS Software (GS7), Version 9.17(8), SOFTWARE
Copyright (c) 1986-1994 by cisco Systems, Inc.
Compiled Thu 16-Dec-93

System Bootstrap, Version 4.6(7.3)
Current date and time is Sat 1-22-1994 21:38:35

Boot date and time is Tue 2-23-1994 15:32:28
[displayed text omitted from this example]
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Step 4 After the system boots the sofive and initializes the intexfe processors (approximately
30 seconds for systems with 16 MB of DRAM, and approximately 2 minutes for systems
with 64 MB of DRAM), verify that the RP LEDs are in the following states:

® RP normal LED is on

® CPU halt LED is off

® Boot error LED is off
Step 5 Verify that all the enabled LEDs (on the SP [or SSP] and all interface processors) are on.
When you have verified all the conditions in steps 2 through 5, the installation is complete.

If you replaced the RP andveal your configuration file to a remote sarbefore doing so, proceed
to Downloading (Retriging) the Configuration File, page 18. If you replaced the RP and didugot sa
the configuration, use tlednfigure command or theetup command facility to reenter the
configuration information. Refer to the appropriate software documentation for command
descriptions and instructions for using them.

An error condition xists if no LEDs go on at peer up or after initialization, or if the boot error or
CPU halt LEDs go on and remain on. If this happens, proceeadubl€shooting the Installation to
try to isolate the problem.

Troubleshooting the Installation

This section contains procedures to follow if the system does not restart and boot as expected.
Review the descriptions that follow so you can anticipate the expected system startup sequence.
Then restart the system and try to isolate the problem by observing the LEDs as the system attempts
to boot the software and initialize the SP (or SSP) and each interface processor.

Verifying LEDs
Following are functional descriptions of the LEDs on theg@osupplies and processor modules, and
the behavior you should observe at system startup.

System Power LEDs

Both Cisco 7000 series models have a system power LED that should go on and stay on when the
system pwer is turned on. If the LED does not go on or stay on, there is melstdilproblem with

the input power or one of the internal DC lines. However, jumpers J3 and J4, if set incorrectly, can
cause the same symptom (it appears that the RP is not receiving power). If you are restarting after
replacing the software (bootYds, check the settings of jumpers J3 and J4. If theR@Ms are

a different size from those you replaced, you will need to reset one or both of the jumpers. Refer to
Upgrading Software and Microcode in Cisco 7000 Series Ro(Dersument Part Number

78-1144-xx).

On the Cisco 7010, the system power LED is located on the lower right of the interface processor
end of the chassis and is labeled DC OK. (See Figure 1.) The rocker-type power switch turns the
power supply on and starts the system.

On the Cisco 7000, which operates with either one or two power supplies, the system power LEDs
are labeled are located on the individual power supplies. Each supply contains AC power and DC
fail LEDs and a power switch. (See Figure 6.). When you turn on a power supply, the green AC
power LED should go on. The yelloDC fail LED should remain &f The AC pever LED will not

go on if the power supply switch is not fully in the on (]) position, or if the power supply is not
properly seated in the bay.
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In both models, the power LED will not go on or will go off if the power supply reaches an
out-of-tolerance temperature altage condition. It is unligly that the paver supply will shut den

during startup because of an overtemperature condition; it can, however, shut down if it detects an
over- or under-voltage condition during startup. For descriptions of environmental monitoring
functions, refer to th€isco 7000 Hardware Installation and MaintenararetheCisco 7010

Hardware Installation and Maintenangriblications.

Figure 6  Cisco 7000 Power Supply LEDs

Captive
installation

0o
Ly O o Ooo
EN(QRSIS Dc)gggeg
o Q C)C’D(DC)C
SES 965888
S 0038895838
8535/ 6588555888
SISt Soaa890o
SISTarS 00220606
SItate col90606
[SISTSrS co8l82%606
SISISIS! 0638388296
SISISIS, 565889806
ST oogl%0os
D°§§ 88§§88c’° Power supply
o0 o0
® o9 ggggggg@ <«— front panel
GRS 88006638
5| g°585esses
005
98595883
55888
AC power — | @ggogg
(o1
receptacle SISISTetS]
S
o
o
o
®

H1314a

On/off switch Locking device

RP LEDs

Figure 7 shows the LEDs on the RP faceplate. The three LEDs on the RP indicate the system and
RP status. When the system is turned on or restarted, the boot error LED goes on for one or two
seconds, then goes off. The CPU halt LED, which goes on only if the system detects a processor
hardware failure, should remain off. If the boot error LED stays on for more than five seconds, the
system is unable to boot and should be restarted. A successful boot is indicated when the boot error
LED goes of, however this does not necessarily mean that the system has reached normal operation.
During normal operation, the CPU halt and boot error LEDs should be off, and the normal LED
should be on.
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Figure 7 RP LEDs
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SP, SSP, and Interface Processor LEDs

The SP (or SSP) and each interface processor contain an enabled LED. The enabled LED goes on
to indicate that the SP (or SSP) or irhed processor is operational and that it isgred up. It does

not necessarily mean that the interface ports on the interface processors are functional or enabled.
When the boot sequence is complete, all of the enabled LEDs (on the SP [or SSP] ancha# interf
processors) should go on. If any do not, one of the following errors is indicated:

® The SP (or SSP) or interface processor is not installed correctly (it is not fully seated in the
backplane connector).

® The microcode and software that are loading at startup not compatible.

® The SP (or SSP) or interface processor has failed.

System Startup Sequence

By checking the state of the LEDs, you can determine when and where the system failed in the
startup sequence. (The Cisco 7000 features redundant LEDs on the front of the chassis for the RP
normal system status LED and the AC power LEDs on the power supplies. However, because the
states reported by these LEDs are also indicated at the interface processor end of the chassis, these
LEDs are ignored in the folaing procedure.) Because you turn on the systemepwith the on/df

switches on each power supply, it is easiest to observe the startup behavior from the rear of the
chassis. Use the following descriptions of the normal startup sequence to isolate the problem, then
use the troubleshooting procedures wher¢he systemdils to operate axpected. If you are able

to isolate the problem to a faulty hardware component, or if you are unable to successfully restart
the system, refer to the end of this document for instructions on contacting a service representati

Note The time required for the system to initialize (boat)i@s with diferent router configurations

and the amount of memory that must be initialized. During the system startup sequence, the time
required to initialize the memory (not necessarily the entire boot sequence) in a system that contains
64 MB of DRAM will be roughly four times longer than in a system that containdB®&f DRAM.
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During the boot sequence, the system banner display pauses while it initializes the. tigmory
router has 64 MB of DRAM, you may notice a significant increase in the amount of time required
to initialize the memoryThe pause in the banner display occurs after thgrigbp line, and before

the system displays the list of installed hardware, as shown in the following display:

%SYS-5-RELOAD: Reload requested

System Bootstrap, Version 4.6(7.3)

Copyright (c) 1986-1994 by cisco Systems, Inc.
[System initializes memory at this point in the display]

RP1 processor with

Note The procedures in this section are based on the assumption that your system was operating
correctly until you remeed (or replaced) the RPthe followving sequence indicates amnproblem

with the power subsystem or one of the interface processors, refeiQistloe’000 Hardware
Installation and Maintenancer theCisco 7010 Hardware Installation and Maintenance

publications for system startup troubleshooting procedures.

When you restart up the system, the systewepdEDs (DC OK on the Cisc8010, and £ power
on the Cisco 7000) should indicate the following:

1 The DC OK 9 (Cisc@010) or AC power (Ciscd000) LED should go on. The D@ifLED on
the Cisco 7000 power supply should remain off.

— If all of the system power LEDs remain off, the RP is probably not fully inserted and
connected to the backplane. Loosen the captive installation screws on the RP, then use the
ejector levers to release the RP and reseat it in the backplane. Refer to Removing the RP,
page 20 for a description and illustration of the ejector levers.) Tighten both captive
installation screws.

— Cisco 7000 only: If LEDs on only one power supply fail to go on, the power supply is
probably not fully inserted into the bay. Turn the power switch off (90 degrees
counterclockwise t@), pull the paver supply out of the bay aboutdinches, then push the
power supply firmly back into the bay. Do not slam the supply into the bay; doing so can
damage the connectors on the supply and the backplane. Tighten the captive installation
screw before proceeding.

— If all system power LEDs go on, the AC source is good and the power supply is functional.

— If the DC fil LED goes on, or if the @ power LED remains off, suspect the power supply
or the AC power source is suspect.

When the system power LEDs indicate normal operation, proceed to number 2. If the LEDs on
one or both power supplies still fail to go on as expected, a power supply or AC input power
failure could be the problem. Before contacting a customer service representative, refer to the
Cisco 7000 Hardware Installation and MaintenararetheCisco 7010 Hardware Installation

and Maintenanc@ublications for power subsystem troubleshooting procedures, or refer to the
note at the end of this document for instructions on contacting customer service.

2 Listen for the system hleer (Cisco7000) or thedn array (Cisc@010). Yu should hear it start
operating immediately after you turn on the system power. If you determine that the power
supplies are functioning normally and that the blower or fan array is faulty, contact a customer
service representative. If the system blower or fan tray does not function properly at initial
startup, you cannot make any installation adjustments.
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3 When you have verified that the power supplies are functioning properly, observe the LEDs on
the RPWhile the system initializes, the yeMdooot error LED on the RP should be on for about
five seconds or less, then go off when the boot is complete.

— If the boot error LED goes on then off as expected, proceed to number 4.

— If none of the RP LEDs light, suspect that the RP is only partially connected to the
backplane. Loosen the captive installation screws on the RP, then use the ejector levers to
release the RP and reseat it in the backplane (refer to page 20 for a description and
illustration of the ejector levers). Tighten both captive installation screws.

— If all RP LEDs still fail to go on, suspect that an improperly connected SP (or SSP) or
interface processor has halted the system. Use the eje@s te ensure that each board is
seated properlyDn each ejectorver paitr push the top teer davn while pushing the bottom
lever up until both levers are at a 90-degree orientation to the rear of the chassis. (Refer to
Replacing the RBage 21 for a description and illustration of the ejectarte) Tighten all
captive installation screws.

— If the boot error LED stays on longer than ten seconds, or if it remains on after system
initialization, a boot error has occurred. Restart the system. If this does not correct the
problem, suspect a system software error.

4 The CPU halt LED on the RP shoulg@valys remain df If it goes on during the startup sequence,
the system has encountered a processor hardware error.

— Remove the RP and check the configuration register settings. Ensure that a jumper has not
been inadvertently installed on pin 21 and that the only jumpers installed are the default
settings described in Configuring Jumpers, page 50.

— Ifthe CPU halt LED goes on during a second startup attempt, suspect a processamehardw
error and contact a customer service representative.

5 During the boot process, the LEDs on most of the iatex light in irrgular sequence; this does
not indicate either correct system startup or failure.

6 When the system boot is complete, the RP begins to initialize the interface processors. During
this initialization, the LEDs on each interface processor behave differently (most flash on and
off). The enabled LED on each interface processor goes on when initialization has been
completed.

— If the enabled LED on the SP (or SSP) and all interface processors goes on, the system has
booted successfully and is now functional.

— Ifthe RP LEDs preiously indicated a successful system boot,ione of the enabled LEDs
on the SP (or SSP) or the ingré processors go on, suspect that one of them has shifted out
of its backplane connector and halted the system. Use the ejgetartierelease the SP (or
SSP) or intedce processor and reseat it in the backplane (refer t@2pdge a description
and illustration of the ejector levers). Tighten both captive installation screws.

— If the enabled LED on a single interface processor remains off, suspect that the interface
processor has shifted out of its slot. Use the ejector levers to release the interface processor
and reseat it in the backplane (refer to p2@é&or a description and illustration of the ejector
levers). Tighten both capte installation scres. After the system reinitializes the intarés,
the enabled LED on the interface processor should go on.

— If an enabled LED still fails to go on after performing these steps, suspect that the specific
SP (or SSP) or interface processor has failed.
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7 When the system boot is complete and the SP (or SSP) and all interface processors have been
initialized, the console screen displays a script and system banner similar to the following:

GS Software (GS7), Version 9.17(3)
Copyright (c) 1986-1993 by Cisco Systems, Inc.
Compiled Wed 5-Feb-94 11:06

— If all the previous conditions are met and this banner is displayed, the system startup was
successful and your installation is complete.

— Ifan error message is displayed on the terminal, refer to the appropriat@rsqftslication
for error message definitions.

— If the console screen is blank, check the terminal and ensure that it is turned on and that the
console cable is correctly connected between the terminal and the console port on the RP.

— Check the terminal settings and ensure that the terminal is set for 9600 Hataib8s, no
parity, and 2 stop bits.

— If the terminal is set correctly and still fails to operate, suspect that the terminal is faulty.
Connect a different terminal and restart the system.

If the system stilldils to start up or operate propeidy if you isolate the cause of the problem to a
failed component, contact a customer service representative for further assistance. This completes
the RP installation and replacement procedusecBmplete command descriptions ardraples,

refer to the appropriate software documentation.

Replacing SIMMs (Upgrading DRAM)
The system DRAM resides on four SIMMs on the RP. The default DRAM configuration is 16 MB
(four 4-MB x 9 SIMMSs). This section describes the steps for increasing the amount of DRAM from
16 to 64MB by replacing the four 4-MB SIMMs with four 16-MB SIMMs that you obtain from an
approved vendor.

Because the SIMMs on the RP are not intended to be replaced often, if at all, the Siidid dock

not use the thumb tabs that are often used in PCs and other computer equipment. Each RP SIMM
soclet has tw metal retaining springs, one at each end. (See Riglvéhen a SIMM is fully seated

in the socket, the retaining springs snap anglinto the holes at the ends of the SIMM to lock it in

the socket. You need the AMP extraction tool to remove the SIMMs from this type of socket. The
extraction tool has an embossed tip specifically designed to depress the retaining spring while
wedging the SIMM out of the socket.

Figure 8 RP SIMM Sockets

JENNRRENNEY,
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Replacing SIMMs (Upgrading DRAM)

Before proceeding, ensure that you have met the following prerequisites:
® Your RP supports 16-MB SIMMs. (See Compatibility Requirements, page 11.)

® You have the proper tools and ESD-prevention equipment available. In particular, you need a
SIMM extraction tool. (See List of Parts and Tools, page 13.)

® You have four 16-MB SIMMs of the same type and speed that you obtained from an approved
vendor. (See Compatibility Requirements, page 11.)

Caution All four SIMM sockets must be filled, and all must contain SIMMs of the same size
A (capacity) and speed. You cannot mix SIMMs of different sizes or speeds in the four sockets.

Removing SIMMs

To remoe the SIMMs you need a SIMMkiaction tool, which is manattured by AMPInc. (See
List of Parts and Tools, page 13.) Place removed SIMMs on an antistatic mat and store them in an
antistatic bag. You can use the 4-MB SIMMs that you remove in compatible equipment.

Caution Handle SIMMs by the card edges only. SIMMs are sensitive components that can be
A shorted by mishandling.

Follow these steps to remove the existing 4-MB SIMMs:
Step1 Turn OFF the system power and follow the steps in Removing the RP, page 20.

Step 2 Place the RP on an antistatic mat or pad, and ensure that you are wearing an antistatic
device, such as a wrist strap. Position the RP so that the backplane edge is closest to you,
and the handle is away from you. The RP should be rotated 180 degrees from the
orientation shown in Figure 3.

Step 3 Locate SIMMs in sockets U35, U36, U58, and U59. You will remove the SIMM from the
socket closest to you first, then work backward to remove the remaining SIMMs. (See
Figure 3.)

Step 4 While holding the gtraction tool at the handle (at the top of the T), insert the embossed tip
into the hole in the right side of the SIMM. (See Figure 9a.)
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Figure 9

D)

Step 5

Step 6
Step 7

Step 8

Step 9
Step 10

Using the SIMM Extraction Tool

Insert extraction
tool into SIMM
socket and depress
retaining spring

e sy

%DDDDHIIIIM

Orient tool
as shown

TULOUULD

Orient tool
as shown

H2318

While pressing the tool downward (to keep the retainer spring depressed), rotate the tool
clockwise until the right side of the SIMM is partially released from the socket. (See
Figure 9b.)

Remo\e the tool from the right side, and insert the embossed tip into the hole in the left side
of the same SIMM.

While pressing the tool @nward, rotate the tool counterclockwise until the left side of the
SIMM is released from the socket. (See Figure 9c.)

When both ends of the SIMM are released from the socket, grasp the ends of the SIMM
with your thumb and forefinger and pull the SIMM completely out of the socket. Handle
the edges of the SIMM only; avoid touching the memory module or pins, and the metal
traces, or fingers, along the socket edge.

Place the SIMM in an antistatic bag to protect it from ESD damage.

Repeat steps 4 through 9 for the remaining SIMMs.

This completes the SIMM remaal procedure. Proceed to thexhgection to install the meSIMMs.

Installing New SIMMs

SIMMs are sensitie components that are susceptible to ESD damage. Handle SIMMs by the edges
only; avoid touching the memory modules, pins, or traces (the firgfatsalong the connector
edge of the SIMM). (See Figure 10.)
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Figure 10 Handling a SIMM
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Handle SIMMs by the card edges only. SIMMs are sensitive components that can be

Caution
A shorted by mishandling.

Follow these steps to install the new SIMMs:

Step1 With the RP in the same orientation as the previous procedure (with the backplane edge
closest to you), install the first SIMM in the socket farthest from you. Then install the last
SIMM in the socket closest to you.

Step 2 Remove a new SIMM from the antistatic bag.

Step 3 Hold the SIMM component side up, with the connector edge (the metal fingers) closest to
you.

Step 4 Hold the sides of the SIMM between your thumb and middle finger, with your forefinger
against the far edge, opposite the connector edge. (See Figure 10.)

Step 5 Tilt the SIMM to approximately the same an angle as the socket and insert the entire the
connector edge into the socket.

Caution When inserting SIMMs, use firmubnot excessie pressure. If you damage a set;kou

A will have to return the RP to the factory for repair.

Step 6 Gently push the SIMM into the soetkuntil the retaining springs snap into the holes in the
SIMM. If necessary, rock the SIMM gently back and forth to seat it properly.

Step 7 Repeat steps 2 through 6 for the remaining SIMMSs.

Step 8 When all four SIMMs are installed, check all eight alignment holes ¢rveach SIMM),

and ensure that the spring retainer is visible. If it is not, the SIMM is not seated prifperly
any SIMM appears misaligned, carefully remove it and reseat it in the socket. Push the
SIMM firmly back into the socket until the retainer springs snap into place.

This completes the SIMM replacement procedure. Proceed to Replacing fregRR1 to replace
the RP in the chassis and restart the system for an installation check.

If the systemdils to boot properlyor if the console terminal displays a checksum or memory;, error
check the following:
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® Ensure that all four SIMMs are installed corredfiyjecessaryshut davn the system and rewe
the RP. Check the SIMMs by looking straight down on them and then at eye level. The SIMMs
should all be aligned at the same angle and the same height when properly installed. If a SIMM
appears to stick out, or rest in the socket at a different angle from the others, remove the SIMM
and reinsert it. Then replace the RP and reboot the system for another installation check.

¢ All four soclets must contain SIMMs of the same size and speed or the system will not operate.
The SIMMs should have the following characteristics:

— SIMMs must be the 16 MB x 9 type. Each SIMM should contain nine small memory
components, as stwa in Figure8. (The actual layout of the SIMM can befelient; it is only
important that there are nine components.)

— SIMMs must be 70 ns or faster. The speed is silkscreened along one edge of the SIMM.

If after several attempts the system fails to restart properly, contact a service representative for
assistance. Before you call, make note of any error messages, unusual LED states, or any other
indications that might help solve the problem.

The time required for the system to initialize (boot) varies with different router configurations.
Routers with 64 MB of DRAM will take longer to boot than those with 16 MB of DRAM.

Using a Flash Memory Card

This section describes installation, rerlp and typical operations of the 8 or 16 MB, Intel Se2ies
Flash memory card, which installs in the PCMCIA slot on the RP faceplate.

The Flash memory card is used to store and boot Cisco IntenkéDperating System (Cisco 10S)
software images and interface processor microcode images, and can be used as a server to store
software and microcode images for other systems.

The spare Flash memory card is shipped blanknyastformat it before using it. (Formatting
instructions are included in this document.) The Flash memory card shipped with a spare RP or
shipped with a system is already formatted.

The following sections are in a chronological order typical of ylash memory card installations:
insert the card, format the card, copy an image to the card, and make that image bootable.

Note To boot from the Flash memory card, a Cisco 7000 or Cisco 7010 router must be using
Cisco I0S Release 11.0 or later boot ROMs.

Installing and Removing a Flash Memory Card
The RP has one PCMCIA slot (Slot 0) into which you can install a Flash memory card.

Note The Flash memory card can be inserted and removed with the power on.

Following is the procedure for installing and removing a Flash memory card:

Step 1 Verify that the metal sleeve is correctly installed on the Flash memory card. (The sleeve
must be installed with the connector end exposed, as shown in Figure 11.)
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Note A metal sleeve is provided with all Flash memory cards shipped as spares or with new
systems. Should a replacement metah&d required, consult Customer Engineering through the
Technical Assistance Center (TAC) as specified on the last page of this document.

Figure 11 Installing the Metal Sleeve
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Step 2 With the RP installed in a system, hold the Flash memory card with the connector end of
the card toward the RP. The product label should face to the right in a Cisco 7000 and up
in a Cisco 7010. Figurk2a shurs the orientation for a Cisco 7000, and FiglBa shows
the orientation for a Cisco 7010.

Note The Flash memory card is keyed and cannot be seated the wrong way.
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Step 3 Insert the card into the slot until the card completely seats in the connector at the back of
the slot. Note that the card does not insert all the way inside the RP; a portion of the card
and sleeve remains outside of the dlmi.not attempt to force the card past this point.

Step 4 To remowe the card, grasp the card near the slot and squeeze tleetelgether to release
it from the slot. Then pull the card free from the connector at the back of the slot. (See
Figure 12c or Figure 13c.)

Step 5 Place the removed Flash memory card on an antistatic surface or in a static shielding bag.

Figure 12 Installing and Removing a Flash Memory Card (Cisco 7000 shown)

TRILTAgAIL Y

A

THILTAgAAS Y

H4226

Route Processor (RP) Installation and Configuration 35



Using a Flash Memory Card

Figure 13 Installing and Removing a Flash Memory Card (RP in a Cisco 7010)
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Formatting a Flash Memory Card

The Flash memory card shipped with a spare RP or shipped with a system is already formatted.
However, a spare Flash memory card is shipped blank and must be reformated before use. Also, if
you plan to boot from a Flash memory card thas formatted on an RSP-based system (Cisco 7500
series), you must first reformat the card on your system.

Note The following procedure assumes you have already booted your router.

The formatting procedure erases all information on the Flash memory card. To prevent the loss of
important data that might be stored on a Flash memory card, proceed cdlffefallywant to save
the data on a Flash memory card, copy the data to a server before you format the card.

Use the following procedure to format a new Flash memory card:

Step 1 Using the procedures in the section “Installing and Reémgaa Flash Memory Cardnsert
the Flash memory card into the PCMCIA slot.

Step 2 To format the Flash memory card, useftrenat slot0: command as follows. (Use only
Intel Series 2+ Flash memory cards.)

Router# format slotO:

All sectors will be erased, proceed? [confirm]

Enter volume id (up to 30 characters): MyNewCard
Formatting sector 1

Format device slot0 completed

Router#

Note For this &ékample, an 8-MB Flash memory cardswsed, and at the linedfnatting sector,”
the system counted the cardectors backards from 64 to 1 as it formatted theror E6-MB Flash
memory cards, the system counts backwards from 128 to 1.

The new Flash memory card is now formatted and ready to use.

Note For complete command descriptions and configuration information, refer Rmther
Products Command Referernmeblication and th&outer Products Configuration Guide

Copying a Bootable Image into a Flash Memory Card

With the Flash memory card formatted, you can now copy a bootable image into it. To copy an
image, use the following procedure, which assumes the following:

® The system is running Cisco IOS Release 11.0 or later.

® The bootable image youant to cop to the Flash memory cardists on a TFTP seev to which
you have access (meaning you know its name and have connectivity to it), and at least one
interface is available over which you can access this server.
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Note To assure access to a TFTP sever, you will need to configure at least one interface using the
setupcommand facility. For instructions on using this procedure, refer tedhter Products
Configuration Guider Router Products Getting Started Guipigblications.

® You know the filename of the image you want to copy into the Flash memory card.

Following is the procedure for copying a bootable file (catked.imagginto the Flash memory
card:

Step 1 If the Flash memory card is unformatted or has been formatted on a Cisco 7500 series
system, format it using the procedure in the section “Formatting a Flash Memory Card.”

Note If you have already formatted a Flash memory card, you can use it instead; however, you
cannot boot from a Flash memory card formatted on another type of system. You must reformat it
to use it as a boot source.

Step 2 To copy the imagaew.imageo the Flash memory card, use the following series of
commands:

Router> en

Password:

Router# copy tftp:new.image slotO:new.image

20575008 bytes available on device slot0, proceed? [confirm]
Address or name of remote host [1.1.1.1]?

Loading new.image from 1.1.1.1 (via Ethernet1/0): I
T AT

[OK - 7799951/15599616 bytes]
CCCCCCCCCCCCCCCCrcrrrrereececeeceeceeecceececeeceececeeceecececececececccececececececcecececececccecececcececececcc
CCCCCCCCCCCCCCCrrrreeeeeceeeeeeeceeeceececeeceececeeccececeeceececceceececececcececececccececececcecececcc
CCCCCCCCCCCCCrrreeeececerceececeececececeeccececeeceececececcececececcececececccecececececececceccececceccececce
Router#

Note In the preceding example, the exclamation points (!!) appear as the file is downloaded and
the “C” characters signify calculation of the checksum, which &rification that the file has been
correctly downloaded to the Flash memory card.
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Step 3 To make this image the default boot image and and reboot the router, use the following
series of commands. Note that, since the configuration register must be set to 0x2102, the
config-registercommand is part of the sequence.

Router# config terminal

Router(config)# no boot system

Router(config)# boot system flash slot0:new.image
Router(config)# config-register 0x2102
Router(config)# "z

Router# copy running-config startup-config
Router# reload

When the system reloads it will boot the imag®.imagdrom the Flash memory card in Slot 0 (RP
Flash memory card slot).

For complete information about theot system flasccommand used in Step 3, see the following
section.

Enabling Booting from a Flash Memory Card

To enable booting from Flash memosgt configuration gaster bits 3, 2, 1, and 0 to alue between
2 and 15 in conjunction with tH®oot system flast{filename]configuration command.

Following are definitions of the various Flash memory-relatsat commands:

boot system flash—-Boots the first file in onboard Flash memory

boot system flash flash:-Boots the first file in onboard Flash memory

boot system flastherfile—Boots the file named “herfile” on onboard Flash memory

boot system flash slotO:-Boots the first file on the Flash memory card in the PCMCIA slot
boot system flash flashiisfile—Boots the file named “hisfile” on onboard Flash memory

boot system flash slotOnyfile—Boots the file named “myfile” on the Flash memory card in the
PCMCIA slot

To enter configuration mode and specify a Flash memory filename in the PCMCIA slot from which
to boot, enter theonfigure terminal command at the enable prompt, as follows:

Router# configure terminal
Enter configuration commands, one per line. End with CTRL-Z.
Router(config)# boot system flash slot0:myfile

To disable Break and enable theot system flash slotOcommand, enter theonfig-register
command with the value shown in the following example:

Router(config)# config-reg 0x2102

To exit configuration mode, enter Cntl-Z as follows:
Router(config)# 4
Router#

To save the new configuration to memory, usecti@y running-config startup-configcommand

as follows:
Router#  copy running-config startup-config

When you entelboot commands, pay attention to the use of the spacwbih influences the ay

the router interprets the command. For example, notice the difference in the following commands:
Router(config)# boot system flash slot0:myfile (correct command)
Router(config)# boot system flash slot0: myfile (incorrect command)
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In the first case, the router boots the file specifiadil§). In the second case, the router finds the
filenamefield blank, and boots the first file on the Flash memory card.

Copying to a Flash Memory Card

Copying to the Flash memory card might be required whena ngv image or maintenance release
becomes available.

Use the commandopy tftp:filename] bootflash| slotQ]:filenamefor the copy procedure where
tftp: filenameis the source of the file andpotflash| slotQ]: filenameis the destination in onboard
Flash memory or on either of the Flash memory cards.

An example of theopy tftp: filenamecommand follows:

Router# copy tftp:myfilel slot0:myfilel

20575008 bytes available on device slot0, proceed? [confirm]
Address or name of remote host [1.1.1.1]?

Loading new.image from 1.1.1.1 (via Ethernet1/0): I
T T T T T T T T T T T T

CCCCCCCCCCCCCCCrrrrereceeceeeeecceceeeceececeeceececececcececececeececececcececececccececececccececececcececcececcecececec
CCCCCCCCCCCCCCCrrrrrreeecereeeecereceecceeceeeceececececeececececcececececcececececccececececcececececcececececcececcec
CCCCCCCCCCCCCCCrrrrreeeeceeeceeceececeeceececeeceecececececececececccececccecccecccececccecececcececcecececceccececce

Router#

Note In the preceding example, the exclamation points (!!!) appear as the file is downloaded, and
the “C” characters signify calculation of the checksum, which &rification that the file has been
correctly downloaded to the Flash memory card.

Recovering from Locked Blocks

A locked block of Flash memory occurs when power is lost or a Flash memory card is unplugged
during a write or erase operation. When a block of Flash memory is locked, it cannot be written to
or erased, and the operation will consistently fail at a particular block location. The only way to
recover from locked blocks is by reformatting the Flash memory card wiforthat command.

Caution Formatting a Flash memory card to reeofrom locled blocks will causexésting data to
A be lost.

Note For complete command descriptions and configuration information, refer Rother
Products Command Refererablication and th&®outer Products Configuration Guide
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Flash Memory Card Compatibility

In order to boot from the Flash memory card, the card must have been formatted on an RP board.
Therefore, if you want to boot from a card formatted on an RSP board (Cisco 7500 series), you must
first reformat it.

If booting is not necessaryou can still read from and write to a Flash memory card formatted on a
Cisco 7500 series router.

Any Intel Series 2+ Flash memory card from a Ciso 7500 series can be used. However, the RP
requires installation of the card’s metal skeeand the router must contain Cisco I0S Release 11.0
boot ROMs. In addition, the RP can only read up to 16 MB.

Software Configuration Register

This section describes the software (virtual) configuration register that is used with the RP in a
system running Internetworking Operating System (I0S) Release 10.0 or later.

Following is the information included in this section:

® Software configuration register settings

® Explanation of boot field

® Changing configuration register settings

® Software configuration register bit meanings

® Default boot filenames

® Software configuration register settings for broadcast address destination
® System console terminal baud-rate settings

® Enabling booting from Flash

® Copying to Flash

Software Configuration Register Settings

Settings for the 16-bit software configuration register are written into the NVRAM. Following are
some reasons for changing the software configuration register settings:

® Set and display the configuration register value

® Force the system into the bootstrap program

® Select a boot source and default boot filename

® Enable or disable the Break function

® Control broadcast addresses

® Set the console terminal baud rate

® |oad operating software from ROM

® Enable booting from a Trivial File Transfer Protocol (TFTP) server

Table? lists the meaning of each of the safterconfiguration memory bits, andble3 defines the
boot field.
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Caution To avoid confusion and possibly halting the router, remember that valid configuration
A register settings might be combinations of settings and not just the individual settings listed in
Table 2. For example, the factory default value of 0x0101 is a combination of settings.

Table 2  Software Configuration Register Bit Meanings

Bit No.* Hexadecimal Meaning

00to 03 0x0000 to OxOOOF  Boot field (see Table 3)

06 0x0040 Causes system software to ignore NVRAM contents
07 0x0080 OEM bit enabléd

08 0x0100 Break disabled

09 0x0200 Use secondary bootstrap

10 0x0400 IP broadcast with all zeros

11to 12 0x0800 to 0x1000  Console line speed (default is 9,600 baud)

13 0x2000 Boot default ROM software if network boot fails

14 0x4000 IP broadcasts do not have network numbers

15 0x8000 Enable diagnostic messages and ignore NVRAM contents

1. The factory default value for the configuration register is 0x0101. This value is a combination of the
following: bit 8 = 0x0100 and bits 00 through 03 = 0x0001 (see Table 3).
2. OEM = original equipment manufacturer.

Table 3  Explanation of Boot Field (Configuration Register Bits 00 to 03)

Boot

Field Meaning

00 Stays at the system bootstrap prompt
01 Boots system image in system ROM

02to OF  Specifies a default netboot filename
Enables boot system commands that override the default netboot filename

Changing Settings
Some common reasons to modify the value of the software configuration register are as follows:
® Recover a lost password.
® Change the console baud rate.
® Enable or disable Break.

® Allow you to manually boot the operating system usindpttemmand at thbootstrap program
(ROM monitor) prompt.

® Force the router to boot automatically from the system bootstrapaseffboot ®M image) or
from its system image in Flash memgcemd read angoot systemcommands that are stored in
the configuration file in NVRAM. If the router finds boot systemcommands, it uses the
configuration register value to form a filename from which to netboot a default system image
stored on a network server. (See Table 4.)

To change the configuration register while running the system software, follow these steps:
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Step1 Enter theenablecommand and your password to enter privileged level, as follows:

Router> enable
Password:
router#

Step 2 At the privileged-level system prompt (router #), enter the comranfidure terminal.
You will be prompted as shown in the following example:

Router# conf term
Enter configuration commands, one per line.
Edit with DELETE, CTRL/W, and CTRL/U; end with CTRL/Z

Step 3 To set the contents of the configuration register, entexaihig-registervalue
configuration command whevwalueis a hexadecimal number preceded by 0Ox
(see Table 2), as in the following:

config-register Ox value
Step 4 EXxit the configuration mode by enteri@grl-z. The new value settings will be saved to

memory; howeverthe nev settings do not takefect until the system softave is reloaded
by rebooting the router.

Step 5 To display the configurationgester alue currently in ééct and the &lue that will be used
at the n&t reload, enter thehow versionEXEC command. Thealue will be displayed on
the last line of the screen display, as in the example following:

Configuration register is 0x141 (will be 0x101 at next reload)

Step 6 Reboot the router. The new value takes effect. Configuration register changes take effect
only when the server restarts, such as when you switch the power off and on or when you
issue aeload command from the console.

If the boot FODMs do not support the sofare configuration gaster (not IOS Release 10.0
or later), the following message will be displayed:

Boot ROMs do not support software configuration register.
Value not written to NVRAM.

Bit Meanings

The lowest four bits of the software configuration register (bits 3, 2, 1, and 0) foboahgeld.
(See Table 3.The boot field specifies a number in binary form. If you set the boot f&ld to O,
you must boot the operating system manually by entering¢benmand at the bootstrap prompt as
follows:

> b [tftp] flash filename

Definitions of the varioub command options follow:
® b—Boots the default system software from ROM
® b flash—Boots the first file in Flash memory

® b slotO: filename—Boots the fildilenamefrom the Flash memory card in the PCMCIA Slot on
the faceplate

® b filename [host]-Netboots using TFTP

® b flash[filename]—Boots the fildilenamefrom Flashmemory

For more information about the[tftp ] flash filenamecommand, refer to tHRouter Products
Command Referengriblication and th®outer Products Configuration Guide
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If you set the boot field value ix2throughOxF, and there is a valid system boot command stored

in the configuration file, then the router boots the system software as directed by that value. If you
set the boot field to grother bit pattern, the router uses the resulting number to fornaaltdedot
filename for netbooting. (See Table 4.)

In the following example, the software configuration register is set to boot the router from Flash
memory and to ignore Break at the next reboot of the router:

Router# conf term

Enter configuration commands, one per line.

Edit with DELETE, CTRL/W, and CTRL/U; end with CTRL/Z
config-register 0x102

boot system flash [filename]

"z

Router#

The serer creates a deftilt boot filename as part of the automatic configuration processisnT

the boot filename, the senvstarts with the name cisco and adds the octalaquat of the boot field
number, a hyphen, and the processor-type name. Table 4 lists the default boot filenames or actions
for the processor.

Note A boot systenconfiguration command in the router configuration in NVRAMroides the
default netboot filename.

Table 4  Default Boot Filenames

Action/File Bit Bit Bit Bit
Name 3 2 1 0

o
o

Bootstrap mode 0
ROM software

cisco2-igs

cisco3-igs

cisco4-igs

cisco5-igs

cisco6-igs

ciscol0-igs

ciscoll-igs

ciscol2-igs

ciscol3-igs

ciscol4-igs

ciscol5-igs

ciscol6-igs

0
0
0
0
0
0
cisco7-igs 0
1
1
1
1
1
1
1
1

r|lr|[rP|[rP|O|lO|O|O|FRP|FP|FP|IRP|IO|O|O
r|lr|O|O|FR|rRP|O|O|P|P|O|[O|FR|FRL]|O
RP|lO|RP|O|RP|O|RP|O|FP|O|FP|O|FP|IO|FR|o

ciscol7-igs
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Bit 8 controls the console Break Setting bit 8 (thedctory defult) causes the processor to ignore
the console Break keZlearing bit 8 causes the processor to interpret the Begakska command

to force the system into the bootstrap monitoereby halting normal operation. A break can be sent
in the first 60 seconds while the system reboots, regardless of the configuration settings.

Bit 9 controls the secondary bootstrap program function. Setting bit 9 causes the system to use the
secondary bootstrap; clearing bit 9 causes the system to ignore the secondary bootstrap. The
secondary bootstrap program is used for system debugging and diagnostics.

Bit 10 controls the host portion of the IP broadcast address. Setting bit 10 causes the processor to
use all zeros; clearing bit 10 (trectory dedult) causes the processor to use all ones. Bit 10 interacts
with bit 14, which controls the network and subnet portions of the broadcast address.

Table 5 shows the combined effect of bits 10 and 14.

Table 5  Configuration Register Settings for Broadcast Address Destination

Bit Bit Address (<net>
14 10 <host>)

Off Off <ones> <ones>

Off On <zeros> <zeros>

On On <net> <zeros>

On Off <net> <ones>

Bits 11 and 12 in the configuration register determine the baud rate of the console terminal.
Table 6 shwss the bit settings for the fouvailable baud rates. (The factory-set default baud rate is
9,600.)

Table 6 System Console Terminal Baud Rate Settings

Bau Bit Bit

d 12 11
9,600 O 0
4,800 0 1
1,200 1 0
2,400 1 1

Bit 13 determines the server response to a bootload failure. Setting bit 13 causes the server to load
operating software from ROM after éiwuunsuccessful attempts to load a boot file from thearktw
Clearing bit 13 causes the server to continue attempting to load a boot file from the network
indefinitely. By factory default, bit 13 is cleared to O.
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Enabling Booting from Onboard Flash

To enable booting from onboard Flash, set configuratigiater bits 3, 2, 1, and 0 to alue between
2 and 15 in conjunction with tHeoot system flasHfilename]configuration command.

To enter configuration mode while in the system safeimage and specify a Flash filename from
which to boot, enter theonfigure terminal command at the enable prompt, as follows:

Router# configure terminal

Enter configuration commands, one per line.

Edit with DELETE, CTRL/W, and CTRL/U; end with CTRL/Z
boot system flash [ filename ]

To disable Break and enable thaot system flashkcommand, enter thaonfig-registercommand
with the value shown in the following example:

config-reg 0x2102
N
router#

Copying to Onboard Flash

Copying a new image to onboard Flash might be required whenever a new image or maintenance
release becomes available. To copy a new image into Flash (write to Flash), you must first reboot
from ROM and then copthe nevimage into Flash. & cannotcopy a nav image into Flash while

the system is running from Flash. Use toy tftp flash command for the copy procedure.

Following is the sample output for reloading the router and theyirmpg file (called 1J09140Z2) to
Flash from a TFTP server (called serverl):

Router# configure terminal

Enter configuration commands, one per line.

Edit with DELETE, CTRL/W, and CTRL/U; end with CTRL/Z
config-reg 0x2101

nZ

The configuration ggster setting 0x0101 tells the system to boot fraddVR but doesot reset the
Break disable or checking for a default netboot filename.

Router# reload

router(boot)# copy tftp flash

IP address or name of remote host [255.255.255.255]? serverl

Name of tftp filename to copy into flash []? 13091402

copy 1J09140Z from 131.131.101.101 into flash memory? [confirm] <Return>
XXXXXXXX bytes available for writing without erasure.

erase flash before writing? [confirm] <Return>

Clearing and initializing flash memory (please wait)####...

Loading from 101.2.13.110: !HHIHIHIIHIHHmmm

i [OK - 324572/524212 bytes]

Verifying checksum...

AV A AV AV AV A AV A AV A Ay A AV AV AV AV AV AV AV AV AV AV AV AV AV AV AV AVAYAVAYAVAYAVAYAVAYAVAVAVAYAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAVAV AN
Flash verification successful. Length = 1204637, checksum = 0x95D9

router(boot)# config term

Enter configuration commands, one per line.

Edit with DELETE, CTRL/W, and CTRL/U; end with CTRL/Z
config-reg 0x2102

nZ
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The configuration mgister setting 0x2102 tells the system to boot fradMRf netboot &ils, disable
Break, and check for a default netboot filename.

Router(boot)# reload

The system is neready to be configured to boot from thevnmage you copied to FlashoiFmore
information on theopy tftp flashcommand, and other related commands, refer to the set of router
products configuration publications.

Recovering a Lost Password
An overview of recovering a lost password follows:

® Enter theshow versioncommand to note the existing software configuration register value.
® Break to the bootstrap program prompt (ROM monitor).
® Change the configuration register to 0x0141 (ignore Break; ignore NVRAM; boot from ROM).

Note A key to recoering a lost passwd is to set the configurationgister so that the contents of
NVRAM are ignored (0x0040), allowing you to see your password.

® Enter privileged level in the system bootstrap program.
® Enter theshow configurationcommand to display the enable password.

® Change the configuration register value back to its original setting.

Note To recover a lost password if Break is disabled on the router, you must have physical access
to the router.

To recover a lost password, follow these procedures.
Step 1 Attach an ASCII terminal to the router console port, which is located on the rear panel.

Step 2 Configure the terminal to operate at 9600 baud, 8 data bits, no parity, 2 stop bits (or to
whatever settings the router is set).

Step 3 Enter theshow versioncommand to display theisting configuration rgister value. Note
this value for later use in step 14.

Step 4 If Break is disabled, power cycle the router. (Turn the router OFF, wait five seconds, and
then turn it ON aagin.) If Break is enabled on the royteress the Breakel¢ or send a break
and then proceed to step 5.

Step5 Within 60 seconds of turning on the router, press the Break key. This action causes the
terminal to display the bootstrap program prompt (>).

Step 6 To reset the configurationgister to boot from the boot®Ms and ignore NVRAM, enter
o/r at the bootstrap prompt as follows:

> olr
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Note If the boot ROMs do not support the software configuration register (that is, they are not
IOS Release 10.0 or later), this command will not be recognized and the current hardware
configuration register value will display.

Step 7 Initialize the router by entering theommand as follows:
>
The router will power cycle, the configuration register will be set to 0x141, and the router

will boot the boot ®M system image and prompt you with the system configuration dialog
as follows:

--- System Configuration Dialog ---
Step 8 Enternoin response to the system configuration dialog prompts until thevioticsystem
message is displayed:

Press RETURN to get started!

Step 9 PresReturn. After some intedce information, the boot®M promptappears as folles:
Router(boot)>

Step 10 Enter theenablecommand to enter the EXEC mode in the baddtMRimage. The prompt
changes to the following:
Router(boot)#

Step 11 Enter theshow configurationEXEC command to display the enable password in the
configuration file and to display abypot systemcommands.

Step 12 Enter theconfigure terminal command at the EXEC promptoiYare prompted as folies:

Router(boot)# conf term
Enter configuration commands, one per line.
Edit with DELETE, CTRL/W, and CTRL/U; end with CTRL/Z

Step 13 Enterno in response to arfyoot systemcommand in the configuration file.

Step 14 Using theconfig-registerOx<value> command, change the configuration register value
back to its original value (noted from step 3) or change it to a value of 0x0101 (factory
default).

Step 15 Exit configuration mode by enteriri@jrl-z .

Step 16 Reboot the router and enable it using the recovered password.

Hardware Configuration Register

The RP contains the hardware configuration register, which is used in systems running Software
Release 9.17 or later or Software Release 9.21 or later. Systems running Software Release 10.0 or
later use the software configuration register, which is described in the section “Software
Configuration Register.”

The RP also contains the Flash memory write-protect jumper and two jumpers that define the size

of the system software ROMs. (See Figure 14.) Jumpers installed on the hardware configuration
register define boot instructions and set broadcast addresses and console baud rates. Jumper J2, when
removed, protects the contents of Flash memory by preventing any information being written to
Flash.
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Jumpers J3 and J4 (see Figli4e are set according to the size of the eight ssBviEPR®Ms on the

RP, and are describedlipgrading Software and Microcode in Cisco 7000 Series Routers
(Document Number 78-1144-xx), and in fBiisco 7000 Hardware Installation and Maintenance
andCisco 7010 Hardwar Installation and Maintenangaublications. These jumpers correspond to
the EPROMSs only; you do not need to reset the jumpers when loading a larger image into Flash
memory.

Figure 14 RP Jumper Locations

J2, Flash
<—write-protection jumper

'WMW,{’W/' TR,
Y
| A

Bit 0 Configuration
register

s
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Configuring Jumpers

The configuration register consists of 32 pins of the 50-pin jumper block located behind the Flash
card port on the RP. (See Figure 14.) With the RP in the orientation shown in Figure 14, the 32
left-most pins are the configuration register. You can define boot instructions, set broadcast
addresses and console baud rates, or pergwtary diagnostics at startup by installing jumpers on
specific pins. Jumper bit (position) 0 is the left-most pair of pins (these are thaptpins when

the RP is installed in a Cisco 7000).

To set a bhit to 1, insert a jumper. To clear a bit to 0, remove the jumper.

To change configuration register settings, you must turn off the system power and remove the RP.
Figure 15 shows the configuration register with the factory setting- jumpers installed on bits 0 and
8. Bit 0 instructs the system to boot fro®@IR; bit 8 instructs the system to ignore the Break &n

the console terminal keyboard.

Figure 15 Configuration Register Factory Default Settings

0 < Bit 0 Boot from ROM

1 O O

2 O O

3 O O

4 O O

5 © 0 < Bits 4-7 Not used (leave cleared)

6 O O

7 O O

) <«—— Bit8 Ignore console Break key

9 O O

10 | 0O O | «—— BIt10 Host broadcast address 000.000.000.000
11100 ]4_ Bits11-12 Console baud rate 9600

12 | O O

13 |0 0O | «—— BIit13 Load software from ROM after five boot-load failures
14 |0 0O | «—— Bitl4 Net/subnet broadcast address 000.000.000.000
15 | 00O | «—— BIitl5 Run factory diagnostics at startup

H1373a

Note Configuration register setting changes take effect when the system restarts.

The lavest four bits of the configurationgister (bits 3 through 0) form thot field.The boot field
specifies a number in binadyhen the boot field is set to either 0 or 1 (0-0-0-0 or 0-0-0-1) the system
ignores ay boot instructions in the configuration file. When the boot field is set to 0, you must boot
the operating system manually by entering(arboot) command to the system bootstrap program
(or ROM monito}. You can enter theoot command only, or include additional boot instructions

with the command such as the name of a file stored in onboard Flash memory, a file on the Flash
memory card, or a file that you specify for netbooting. If you usedbecommand only, without
specifying a file or any other boot instructions, the system boots from the ROM image.
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Otherwise, you can instruct the system to boot from a specific image such as a Flasbtfile (
system flashfilenam@, or to netboot by sending either broadcasting TFTP requesis gystem
filenamé or a direct TFTP request to a specific serien{ systemfilename addregsWhen the

boot field is set to 1 (the factory default), the system boots from ROM. Boot field settings of 0 and
1 both override any boot instructions in the system configuration file.

If you set the boot field to grbit pattern other than O or 1, the system uses the resulting number to
form a file name for netbootingoTorm the filename, the system starts wiitoand links the octal
equivalent of the boot field value (jumper setting) and the processor type in the format
ciscosjumpervalue-<processornante (Table 7 lists the default boot filenames or actions for the
RP.) The system uses that filename to invoke the system image from ROM or by netbooting.
However, if the configuration file contains any boot instructions, the system uses those boot
instructions instead of the filename it computed from the jumper settings.

Table 7  Default Boot Filenames—Boot Field Jumpers

Action/Filename Bit 3 Bit 2 Bit 1 Bit 0

Bootstrap mode
EPROM software

cisco2-rp

cisco3-rp

cisco4-rp

cisco5-rp

CiSC06-rp

ciscol0-rp

ciscoll-rp

ciscol2-rp

ciscol3-rp

ciscol4-rp

ciscol5-rp

ciscol6-rp

0
0
0
0
0
0
0
cisco7-rp 0
1
1
1
1
1
1
1
1

Prlr|r|r|lo|o|o|o|r|r|r|r|o|9olo
Prlr|o|lo|r|r|o|o|r|r|o|lo|r|rr|lolo
Frlo|lr|olr|lo|r|o|lr|olr|o|r|ola]|g

ciscol7-rp

Note The four bits after the boot field (bits 4 to 7) in the configuration register are not used and
must be left cleared (0).

Bit 8 in the configuration register controls the console Break key. Setting bit 8 to 1 (the factory
default) causes the processor to ignore the console Begaklearing bit 8 to O causes the processor
to interpret Break as a command to force the system into the bootstrap ntbertsy suspending
normal operation.
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Bit 9 in the configuration register controls the use of a secondary bootstrap procedure when
netbooting. If a jumper is installed on bit 9, a secondary bootstrap with the filboatagis first
loaded into the system over the network. This bootstrap image then loads in the desired boot file,
completing the netbooting process.

Bit 10 in the configuration géster controls the host portion of the IP broadcast address. Setting bit
10 causes the processor to use all zeros; clearing bit 1@¢tbeyfdefult) causes the processor to
use all ones. Bit 10 interacts with bit 14, which controls the network and subnet portions of the
broadcast address. Table 8 shows the combined effect of bits 10 and 14.

Table 8  Configuration Register Settings for Broadcast Address Destination

Bit14  Bit10 Address (<net><host>)

Out Out <ones><ones>
Out In <zeros><zeros>
In In <net><zeros>

In Out <net><ones>

Bits 11 and 12 in the configuratiorgister determine the console port baud raabld9 shows the
bit settings for the four available baud rates (the factory default is 9,600).

Bit 13 in the configuration register determines the system’s response to a boot-load failure. Setting
bit 13 causes the system to load operating soévirom EPRM after five unsuccessful attempts to

load a boot file from the network. Clearing bit 13 causes the system to continue attempting to load
a boot file from the network indefinitely. By factory default, bit 13 is cleared to 0.

Table 9  System Console Terminal Baud Rate Settings

Baud Bit 12 Bit 11

9,600 0 0
4,800 0 1
1,200 1 0
2,400 1 1

Bit 14 in the configuration gister controls the netwk and subnet portions of the Internet broadcast
address. Setting bit 14 causes the system to include the network and subnet portions of its address
in the broadcast address. Clearing bit 14 causes the system to set the entire broadcast address to all
ones or all zeros, depending on the setting of bit 10. By factory default, bit 14 is cleared to 0. See
Table 8 for the combined effect of bits 10 and 14.

Bit 15 in the configuration register controls factory diagnostic mode in the system. Setting bit 15
causes the system to produce detailed CPU self-check messages, to automatically prompt for
interface addresses (not look for addresses on the netwonlok,read configuration files or

NVRAM, and to automatically set diagnostic tracing modes usingeéhagcommands. Clearing

bit 15 (the factory default) causes the system to operate normally. (For a descriptiodediuidpe
command, refer to the appropriate software documentation.)

Bits 16 through 18 are not used and should remain cleared.
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Bit 19 disables the fast page-burst mode from DRAM to the MC68EC040 CPU.

Bits 20 through 23 (the four pairs of pins on theléft of the 50-pin header) are not used in normal
operation; however, they can be used to invoke slave mode, external reset function, processor halt,
and cache disable mode functions. (See Figure 16.)

Figure 16 Optional Configuration Register Settings

<«— Bit19 Burst mode disable

19| O O

20| 00| «— Bit 20 Cache disable

21| 0 O | «—— Bit21 Processor halt

2| 0 0| «—— Bit22 External reset

23| 0 0| «——— Bit23 Slave mode é
24| O O | «—— Bit24 Notused (leave cleared) <

Flash Memory Write Protection

The Flash memory write-protect option protects the contents of onboard Flash memory against
accidental erasure or reprogramming. The factory default, a jumper installed on J2, is to allow
programming (writing) to Flash. To protect the contents, remove the jumper from J2. You can later
replace the jumper to enable Flash programming. Figure 14 shows the location of J2 on the RP.

Reference Information

This section provides a summarystfow commands that you can use to verify the current system
status and configuration, guidelines for returning parts to the factory (if you are required to do so),
and phone numbers for obtaining technical assistance.

Command Descriptions and Examples

Theshow versioncommand displays the current haedesconfiguration of the routéncluding the
system softwre \ersion that is currently loaded and running. $thev controllers cxbuscommand

lists all CxBus inteidices and includes the currently loaded and running microessien for each.
You can check theavsion of the defult ROM image either by renving the board and checking the
ROM labels or by configuring the interface or system software to boot from ROM, restarting the
system, and using these same commands to check the currently running version.

In the following example of thehow controller cxbuscommand, the SP (or SSP) microcode is
Versionl.2 although the microcoded®1 on the SP (or SSP) containarsion 1.0. (In thisxample,
ROM \ersion 1.0 is assumed because you cannot determin©te/&sion from screen displays
unless it is the version that is running.)

Router# show controllers cxbus

Switch Processor 5, hardware version 11.1, microcode version 1.2
[text omitted from example]
FSIP 1, hardware version 1.0, microcode version 1.0
Interface 8 - Seriall/0, electrical interface is V.35 DTE
[text omitted from example]
Interface 9 - Seriall/1, electrical interface is V.35 DTE
[remainder of displayed text omitted from example]
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Use theshow versioncommand to display the current system software and system bootstrap
versions, and use tisdow controllers cxbuscommand to display the microcodersion of the SP
(or SSP) and each intarfe processoin the folloving example of theshow versioncommand, the
system is running Maintenance Release 9.17(6).

Router> show version

GS Software (GS7), Version 9.17(8.1), SOFTWARE
Copyright (c) 1986-1994 by cisco Systems, Inc.
Compiled Thu 16-Feb-94 14:46

System Bootstrap, Version 4.6(7.3) [fc2], SOFTWARE

Current date and time is Sat 2-22-1994 21:38:35

Boot date and time is Tue 12-28-1993 15:32:28

Router uptime is 8 weeks, 4 days, 6 hours, 7 minutes

System restarted by reload

System image file is "gs7-k.917-8.1", booted via tftp from 131.108.13.112

RP1 (68040) processor with 16384K bytes of memory.
X.25 software, Version 2.0, NET2 and BFE compliant.
1 Switch Processor.

1 EIP controller (6 Ethernet).

[remainder of example text omitted]

If the display indicates that the system saitavis earlier than Maintenance Release 9.17(3) or that
the SP microcode is an earlier version than 1.2, check the contents of Flash memory to determine
whether the required images avaiéable on your system. (If the required images aadable, you

can use configuration commands to instruct the system to download the correct image before you
install the new High-Speed Serial Interface [HSSI] interface processor [HIP]shbleflash

command displays a list of all files stored in Flash memory.

The following example shws that Fiber Distribted Data Integice (FDDI) interdce processor (FIP)
Microcode Version 1.1 and SP Microcode Version 1.2 are stored in Flash.

Router#  show flash
4096K bytes of flash memory on embedded flash (in RP1).

file offset length name
0 0x80 53364 fipl-1
1 0xD134 55410 spl-2
[4085336/4194304 bytes free]

For information on configuring and upgrading microcode, reféfggrading System Software and
Microcode in Cisco 7000 Series Routdb®¢ument Number 78-1144-xor to the appropriate
software documentation.

Theshow interfaces serialslot/portcommand displays statistics for the specific serial imterjou
specify by its slot/port address. If you use this command withouyple@ndslot/portarguments,
the system will display statistics for all interfaces in the system:

Router> show int hssi 1/0
Hssi 1/0 is up, line protocol is up
Hardware is cxBus HIP

Internet address is 131.108.38.9, subnet mask is 255.255.255.0
[display text omitted]
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Theshow configurationcommand displays the contents of the system configuration file stored in
NVRAM. This file should reflect all meconfiguration changes you made and wrote to memory with
thewrite terminal command.

Router# show config

Using 1652 out of 130048 bytes
version 9.17
|

hostname Router
!

enable-password guessagain
|

microcode TRIP flash trip1-0

microcode reload
|

interface hssil/0
ip address 131.108.4.67
ip route-cache cbus

no keepalive
|

interface serial2/1
ip address 131.108.22.12
[display text omitted]

Theshow protocolscommand displays the global (system-wide) and iaterspecific status ofyan
configured Level 3 protocol.

Router> show protocols

Global values:

Internet Protocol routing is enabled
Hssi1/0 is up, line protocol is up
[display text omitted]

The show diagslot command allows you to specify a processor slot, and obtain current hardware
and diagnostic information about the processor installed in that slot. Because thayPrasides
in the same (RP) slot, specify slot 6 for a Cisco 7000 chassis, and slot 4 for a Cisco 7010 chassis.

7000# show diag 6

Slot 6:
EEPROM format version 1
Route Processor, HW rev 1.1, board revision BO
Serial number: 00809933 Part number: 73-0877-04
Test history: 0x00 RMA number: 00-00-00

Returning Parts to the Factory
If your warranty or maintenance agreement requires that you return a failed or replaced part to the
factory, use the packing materials from the new (replacement or spare) part to pack and return the
old part. Return adnce replacement parts within 10 days; otherwise, Cisco will bill you for¢he ne
part.

® Place the remad part in an antistatic bag, then place the bag in the shipping box fronwthe ne
component.

® Affix the return material authorization (RMA) return shipping label () 4o the outside of the
box. If you are sending additional boxes, note the RMA number on each additional box.
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® Ship the return part freight prepaid as follows:

— U.S. customers ship to:
Cisco Systems, Inc.
c/o Sequel
2300 Central Expressway
Building 10 South Docks 3-6
Attn: RMA Department
Santa Clara, CA 95054

If you have any questions, call 800 553-NETS or send a fax to 408 526-8080.

— International customers ship to:
Cisco Systems, Inc
c/o Alrod International, Customs Brokers (SFO)
860 Stanton Road
Burlingame, CA 94010

If you have questions about export documents, call Alrod International at 415 692-3862.

If you have questions about the order, please call 800 553-6387 or send a fax to
408 526-8080

Related Documents
Table 10 lists the related (and orderable) publications referenced in this document.

Table 10 Related Documents

Part
Number Title 1

78-1144-xx  Upgrading System Software and Microcode in Cisco 7000 Series Routers

78-1085-xx  Cisco 7000 Addendum to Router Products Configuration and Reference

78-1112-xx  Router Products Release Notes for Software Release 9.17

78-1037-xx  Cisco 7000 Hardware Installation and Maintenance

78-1222-xx  Cisco 7010 Hardware Installation and Maintenance

1. All documents listed in Table 10 are available on UniverCD (CD-ROM).

Cisco Information Online

Cisco Information Online (CIO) is Cisco Systems’ primaegl-time support channel. Maintenance
customers and partners can self-register on CIO to obtain additional content and services.

Available 24 hours a day days a week, CIO priles a wealth of standard arelwe-added services

to Cisco’s customers and business partners. CIO services include product information, software
updates, release notes, technical tips, the Bug Navigator, configuration notes, brochures,
descriptions of service offerings, and download access to public and authorized files.

CIO serves a wide variety of users through two interfaces that are updated and enhanced
simultaneously—a charactbased ersion and a multimediavsion that resides on theovitl Wide
Web (WWW). The character-based CIO (called “CIO Classic”) supports Zmodem, Kermit,
Xmodem, FTP, Internet e-mail, and fax download options, and is excellent for quick access to
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information over lower bandwidths. The WWW version of CIO provides richly formatted
documents with photographs, figures, graphics, and video, as well as hyperlinks to related
information.

You can access CIO in the following ways:
* WWW: http://www.cisco.com.
® Telnet: cio.cisco.com.

® Modem: From North Americat08 526-8070; from Europ83 1 64 46 40 82. Use the
following terminal settings: VT100 emulation; databits: 8; parity: none; stop bits: 1; and baud
rates up to 14.4 kbps.

For a copy of CIO’s Frequently Asked Questions (FAQ), contadielp@cisco.com. For
additional information, contadatio-team@cisco.com.

Note If you are a network administrator and need personal technical assistance with a Cisco
product that is under warranty or covered by a maintenance contract, contact Cisco’s Technical
Assistance Center (TAC) at 800 553-2447, 408 526-7208¢@tisco.com.  To obtain general
information about Cisco Systems, Cisco products, or upgrades, contact 800 553-6387,

408 526-7208, ots-rep@cisco.com.

This document is to be used in conjunction with@mco 7000 Hardware Installation and Maintenarared theCisco 7010 Hardware Installation and Maintenarmeblications.

Catalyst, CD-PAC, CiscoFusion, Cisco I10S, CiscoPro, CiscoView, CiscoVision, CiscoWorks, ControlStream, EtherChannel, HubS\ﬁHAN, ILANI 2LAN Enterprise, LANLAN
Remote Office, LANPC, Newport Systems Solutiorgacket PCALAN/X.25, Point and Click Internetworking, RouteStream, SMARTnet, SwitchProbe, SynchroRi@zell
VirtualStream, WNIC, Workgroup Director, Workgroup Stack, and XCI are trademarks, Access by Cisco and Bringing the power of internetworking to everyone are servict
Cisco, Cisco Systems, the Cisco Systems logo, EtherSwitch, HSSI, IGRP, Kalpana, LightStream, and UniverCD are registered trademarks of Cisco Systems, Inc. All othe
service marks, registered trademarks, or registered service marks mentioned in this document are the property of their respective owners.
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